
Agency Date of Policy Mandatory activation Discretionary activation Prohibited activation Deactivation
Temporary deactivation in 

specific circumstances
Citizen notification

Allow officers to review for 
routine reports

Allow officers to review for 
critical incidents

Supervisors allowed to 
review for admin purposes

Are supervisors allowed to 
review for compliance with 

policy/procedures

If yes, how often and 
how many

Are supervisors allowed 
to review for general 

performance evaluation

Usage during 
off-duty 

assignments (OT) 
(mandatory or 

voluntary)

Use during public demon-
strations

Muting
Address deployment for 

non-patrol units
Retention (based on state 

and jurisdictional laws)

Baltimore, MD

9-Jan-17 The devise will be activated in the 
following circumstances whether 
or not they are engaged in a call 
for service: 1. Enforcement or 
investigative activity (e.g. traffic 
stops, searches, pursuits, arrests, 
field interviews, stop and frisk 
situations, etc.) 2. Other activities of 
a potential confrontational nature. 
3.  Emergency vehicle operations. 4. 
Custodial transports.

Members wearing a BWC have 
the discretion to activate the 
device during any legitimate law 
enforcement contact if the member 
believes a recording of an incident 
would be appropriate (transports of 
people of the opposite sex, advising 
of Miranda rights, etc.)

Non-duty related personal activities, 
within 500 feet of bomb threat 
scenes, during in depth interviews 
with sexual assault victims beyond 
the intial call for service assessment, 
interactions with confidential 
informants, to capture the strip 
search of an arrestee, during court 
procedings (unless an on-view 
incident occurs), to capture legally 
privilged communications (attorney/
client, doctor/patient, etc.), sur-
reptitious recordings (except those 
specifically allowed by law), private 
conversations and administrative 
activities amoung dept personnel, 
outside the state

Until one of the following occurs: 
the event or encounter has fully 
concluded, the member leaves the 
scene and anticipates no further in-
volvement in the event, a supervisor 
has authorized because a member 
is no longer involved, when a 
prohibited activation curcumstance 
is encountered, when the member's 
video must be played back in the 
field, when the required activation 
curcumstances no longer exists, a 
victim, witness or other indvidual 
wishes to make a statement but 
requests not to be recorded, as 
directed by an instructor during an 
authorized training session

Members shall notify individual(s) 
they are being recoded as soon as 
possible, unless it is unsafe, imprac-
tical, or impossible to do so.  Unless 
otherwise exempted by law.

members may access recordings 
for the following purposes: 
report writing or preparation of 
other official documents, court 
preparation, review of prosecution 
evidence, review of victim/witness/
suspect statements, crime scene 
observations, statement of charges 
preparation, clarifying observations 
at the scene of an incident

Members will share their recordings 
with other members upon request to 
further an investigation or for other 
official purposes.

may access recordings for the 
following purposes: complaint 
investigation and resolution, ad-
ministrative investigations, puruant 
to an established Performance 
Enhancement Plan, to further 
collaborative operational needs, 
auditing to comply with the Line 
Inspection Program

Are restricted from accessing record-
ings for the purpose of searching, 
without cause for policy violoations 
to initiate disciplinary action

Are restricted from accessing 
recordings for the purpose of: 
general performance review, 
routine preparation of 
performance reports.  Puruant 
to an established Performance 
Enhancement Plan, 

"Members may use 
their Department 
issued BWC while 
engaged in authorized 
uniformed ˇ secondary 
employment. ˇ NOTE: 
It is the member's 
responsibility to ensure 
the BWC device is 
fully charged prior to 
ˇ beginning their next 
tour of duty. Members 
will not use their 
Department issued 
BWC when engaged in 
authorized non- 
uniformed secondary 
employment. NOTE: 
Members choosing to 
carry the BWC while 
engaged in uniformed 
secondary employ-
ment will comply with 
this Order.. "

"The Department's categories 
and retention periods are:  1. 
Miscellaneous and Non-Criminal  
Retention: 18 months. Use: Field 
interviews, non-criminal calls, and 
accidental recordings.  2. Routine 
Traffic Retention: 18 months. Use: 
Non-jailable and non-arrestable 
traffic.  3. Misdemeanors and 
Serious Traffic ı Retention: 3 years. 
Use: All misdemeanors, jailable and 
arrestable traffic, and crashes. 4. 
Felony Miscellaneous Retention: 10 
years.  Use: All felonies not listed 
in number 5. 
5. Felony Specified Retention: 
Indefinite. Use: Homicides, rapes, 
and first and second degree 
sex offenses.  6. Administrative 
Investigations Retention: 5 years.  
Use: Use of force incidents, pursuits, 
and unusual occurrences.7. ı CEW 
Compliance 
Retention: 5 years. Use: Subject 
becomes compliant without the 
discharge of a conducted electrical  
weapon (CEW).  "

"8. Training or Testing 
Retention: 18 months  Use: CEW 
Spark tests, authorized training, 
function checks.  9. ı Administra-
tively Restricted Retention: 5 years. 
Use: A secondary category used to 
restrict access to a recording. The 
appropriate primary category must 
also be selected. NOTE: When this 
category is selected, the member 
will no longer be able to view 
the recording once it is uploaded, 
unless they have permission 
to view restricted recordings. 
10. Pending Review Retention: 
Indefinite ˇ Use: Technology and 
Communications Section only. 
Members will notify their corporal, 
sergeant, or lieutenant when 
categorizing a recording with a 
restricted category."

Albuquerque, NM 
Has a quick sheet 
within the policy 
for officer ref-
erence for man-
dated recordings 
and prohibited 
recordings 
(pg 10)

17-Jun-02 At the beginning of the incident 
and prior to exiting the patrol car 
if possible, if immediate activation 
is not feasible, then at the first 
available opportunity when it is safe 
to do so: all use of force encounters 
including contacts leading up to the 
use of force, when dept personnel 
can reasonably foresee a use of 
force may occur, all encounters with 
individuals who are the subject of a 
stop based on reasonable and articu-
lable suspicion or probable cause, 
traffic stops and DWI investigations, 
arrests, including contacts leading 
up to an arrest, vehicle searches, 
unless conducted at tow yards, 
APD facilities or other LE facilities, 
search warrants of structures from 
the time of entry until the location 
has been secured, emergency 
evaluations (pickup orders), contacts 
with subjects who are 1) not 
complying with officer's commands 
2) appear to pose a current threat 
to themselves or others 3) ar known 
to the officer to have a history of 
being a threat to themselves or 
others based on either personal 
knowledge or notification from and 
APD resource, any other legitimate 
LE contact where the officer believes 
that recording an incident would be 
appropriate or valuable

Dept personnel have discretion to 
manually activate the device at any 
time an officer believes it would be 
appropriate or valuable to document 
an incident.  In exercising this dis-
cretion, personnel should be aware 
of, and sensitive to an individual's 
reasonable privacy expectations.  
The OBRD may only be activated for 
legitimate LE purposes

Officers should not record in 
locations where individuals may 
have a reasonable expectation of 
privacy, such as private residences, 
restrooms, locker rooms, hospitals, 
or in the presence of medical 
personnel.  However, Dept personnel 
will record in these locations if the 
encounter is subject to mandatory 
recording  or if the totality of the 
incident leads Dept personnel 
to believe that the recording is 
appropriate.  Dept personnel shall 
not use OBRDs to document in 
these circumstances: encounters 
with undercover dept personnel or 
confidential informants; personal 
activities or private conversations of 
dept personnel that do not involve 
calls for service or contact with 
individuals; conversations btwn dept 
personnel that involve case strategy 
or tactics; DWI checkpoints,unless 
a driver is confrontational, refuses 
to stop, refuses to roll down the 
window, and/or produce any type 
of information visually or verbally 
that indicates he or she will not 
willingly comply with dept person-
nel's lawful commands; locations 
where recording is prohibited (FBI 
building, restricted areas in DOE 
research facilities)

Dept personnel may cease recording 
when they reasonably determine 
that the incident has concluded, 
based on information available to 
the personnel at the time.  Deciding 
when the incident has concluded 
will depend on the type of incident 
and the individual circumstances, 
but typically, when personnel termi-
nate contact witht he individual or 
they have cleared the scene.

It is recommended that 
officers inform individuals they are 
being recorded during their initial 
contact; however, they are not 
mandated to do so.

Dept personnel may review their 
own OBRD recordings to assist 
quality and accuracy in their reports 
and for investigatory interviews

Department personnel may review 
their own OBRD recordings to assist 
quality and accuracy in their reports 
and for investigatory interviews.

review complete recordings of 
assigned personnel listed in any 
misconduct complaint made to 
field supervisory personnel or area 
command personnel "at the scene" 
or later by telephone, writing, voice 
mail, or other method, which would 
not normally be assigned to IA.

At least on a monthly basis, ensure 
personnel are using the system 
appropriately and in accordance 
with policy, and identity areas 
in which additional training or 
guidance is needed.   Review 
recordings of assigned personnel 
involving injuries, uses of force, 
shows of force, or foot pursuits.

at least 2 videos per month of 
each officer under their direct 
supervision

"sergeants will use any feedback 
obtained from these reviews for 
the officers in their emplyee work 
plans.  Sergeants shall target 
the follow topics in the videos 
they review: 
i. constitutional policing; 
ii. officer conduct (showing 
respect toward and acting 
professionally in dealing with 
the public); 
iii. domestic violence response; 
iv. tactics, including 
officer safety; 
v. recognizing signs of 
person in crisis and treating them 
with dignity; 
vi. initial contacts with subject(s) 
during calls for service including 
the circumstances giving rise to 
the encounter and legal basis 
for the stop; 
vii. for encounters that end in 
arrest, the entire encounter from 
initial contact to the subject being 
placed in a patrol vehicle; 
viii.interaction with subject(s) 
during investigative detention or 
pat downs for weapons; 
ix. interaction and communication 
with subject(s) in crisis; 
x. interaction with occupants 
during vehicle stops; and 
xi. interaction with offenders and 
victims during investigative phase 
of call for service."

Investigations sworn personnel, 
area Command Investigations 
Unit sworn personnel, and other 
non-uniformed dept personnel 
are not required to wear OBRDs 
during routine administrative 
duties, such as working at a desk, 
attending meetings, and providing 
testimony.  However, while working 
in a law enforcement capacity, 
those non-uniformed personnel 
shall wear their OBRD and comply 
with this policy.

APD policies shall comply with 
all existing laws and regulations, 
including those governing 
evidence collection and retention, 
public disclosure of information, and 
consent. See SOP 2-16 – Records and 
Administrative Instruction 1-7.

Oakland, CA

15-Jul-16 "Members shall activate their 
PDRD under any of the following 
circumstances: 
1. Citizen contacts to confirm or 
dispel a suspicion that the citizen 
may be involved, as a suspect, in 
criminal activity;  2. Detentions 
and Arrests; 
3. Assessment or evaluation for a 
psychiatric detention (5150 W&I); 
4. Involved personnel, as defined by 
DGO J-4, PURSUIT DRIVING, during a 
vehicle pursuit; 5. Serving a search 
or arrest warrant; 6. Conducting any 
of the following searches of a person 
and/or property: 
a. Incident to arrest; b. Cursory 
(i.e., patdown or limited weapons 
search);  c. Probable Cause; 
d. Probation/Parole; e. Consent; or 
f. Inventory 7. Transporting 
any detained or arrested 
citizen (excluding prisoner wagon 
transports); or 8. Upon the order of a 
higher ranking member. 
"

"PDRD Activation is not required 
under any of the following 
circumstances: 
1. Members taking a report when 
the information available to them 
indicates the suspect is not on 
the scene; 2. During a preliminary 
investigation with a child abuse 
victim or a victim of a sexual assault; 
3. Members meeting with any 
Confidential Informant, as defined 
in DGO O-4, INFORMANTS;  or 4. 
Members on a guard assignment 
at a Police, Medical, Psychiatric, 
Jail or Detention facility. Members 
shall assess the circumstances 
(e.g., suspect’s demeanor/ actions, 
spontaneous statements, etc.) 
of each guard assignment, on a 
continuing basis, to determine 
whether to discretionarily activate or 
de-activate their PDRD. Discretionary 
Activation and De-Activation 
Members, when not prohibited 
from or required to activate their 
PDRD, may use their own discretion 
when deciding to activate and 
de-activate the PDRD."

Personnel are authorized to use the 
PDRD to record statements in lieu of 
taking a written statement. PDRDs, 
however, shall not be used to record 
statements from child abuse or 
sexual assault victims.

1. Members shall not de-activate 
their PDRD until one of the following 
occurs: a. Their involvement in the 
citizen contact, arrest or detention 
has concluded or becomes a hospital 
guard;  b. They receive an order 
from a higher ranking member; c. 
They are discussing administrative, 
tactical or law enforcement sensitive 
information away from the citizen; 
d. They are at a location where they 
are not likely to have interaction or 
a chance encounter with the suspect 
(e.g. outer perimeter post, traffic 
control post, etc.); e. The searches 
requiring activation have concluded 
and the member believes they will 
have no further interaction with the 
person; f. They reasonably believe 
the recording at a hospital may 
compromise patient confidentiality; 
g. A pursuit has been terminated 
and the member performs the 
required actions, as specified in DGO 
J-4, or notifies Communications 
they are in-service; or h. They 
are interviewing an informant 
for the purpose of gathering 
intelligence. i. They are meeting 
with an undercover officer.   After a 
member de-activates their PDRD, it 
is their responsibility to ensure they 
re-activate their PDRD should the 
circumstances require it.

"PDRD statements shall be recorded 
as an individual separate file, baring 
exigent circumstances. Therefore, 
during a required activation, 
where none of the de-activation 
criteria have been met, members 
may temporarily de-activate their 
PDRD to record individual separate 
statements. 
c. Personnel shall follow the steps 
below when de-activating their 
PDRD for statement taking: 
1). Prepare to immediately take 
the statement; 
2). De-activated the PDRD then 
immediately re-activate the PDRD 
and begin taking the statement. 
3). Upon completion of the 
statement, de-activate the PDRD 
then immediately re-activate 
the PDRD, if continued recording 
is required. 
Members shall repeat the above 
steps when de-activating/
activating their PDRD to 
take multiple statements.                                                                    
Personnel whose PDRD is not 
already activated shall activate 
it before and deactivate it after 
each statement is taken to create a 
separate individual file."

Personnel shall advise or obtain 
consent from victims or witnesses 
when taking a PDRD recorded 
statement.

Members are authorized to 
review their own PDRD recordings 
to properly identify the data 
files, refresh their memory 
regarding an incident or any 
other work related purpose, unless 
otherwise prohibited by policy.                                                   
When personnel are authorized to 
view a PDRD video file by this policy, 
the video file shall be reviewed on 
a Department computer by logging 
onto the VERIPATROL system.

"In the event of a Level 1 use of 
force, Level 1 pursuit or an in-custo-
dy death, all PDRD recordings shall 
be uploaded to the server as soon 
as practical.  No personnel involved 
in or a witness to the incident may 
view any audio/video recordings 
prior to being interviewed by the 
appropriate investigative unit 
and receiving command approval.                                                                                    
Once a member’s report(s) has been 
submitted and approved and the 
member has been interviewed by 
the appropriate investigator, the 
investigator will show the member 
his/her audio/video. This will 
occur prior to the conclusion of the 
interview process 
Personnel will be given the 
opportunity to provide additional 
information to supplement their 
statement and may be asked 
additional questions by the 
investigators."

1. In addition to other required video 
recording reviews, all supervisors 
shall conduct a random review 
of at least one PDRD recording 
for each of their subordinates 
on a monthly basis. The selected 
recordings shall be viewed in their 
entirety and shall have a minimum 
length of ten (10) minutes.                                                                      
Supervisors and commanders are 
authorized to review their own 
PDRD video files, all video files of 
their subordinates and, as necessary 
to complete required duties, any 
associated video files of non-subor-
dinate members, unless otherwise 
prohibited by policy.

"2. When a supervisor is 
approving or investigating a 
UOF or vehicle pursuit they shall 
review the PDRD recordings of 
all members who are a witness 
to or involved in the use of force.                                                                                                                                           
                                When a 
member does not activate or 
de-activate their PDRD as required, 
supervisors and commanders 
shall determine if the delayed or 
non-activation was reasonable, 
based upon the circumstances.                                                                                  
Other Review 
1. OIG staff (when conducting 
audits), supervisors, commanders, 
active FTOs and the FTO Coordinator 
are authorized to view PDRD 
files to investigate allegations 
of misconduct or evaluate the 
performance of members, unless 
otherwise prohibited by policy. 
2. Training staff is authorized to view 
PDRD video files regarding incidents 
which may serve as learning or 
teaching tool."

The selected recordings shall be 
viewed in their entirety and shall 
have a minimum length of ten 
(10) minutes.  

Supervisors review of 
subordinate PDRD recordings 
shall include an assessment of
:                                       a. Officer 
performance and training needs;                
b. Policy compliance; and                                                      
c. Consistency between written 
reports and video files.

"B. Crowd Control Operations 
During crowd control, protest or 
mass arrest incidents members shall 
use their PDRD consistent with this 
policy, and when directed by the 
Incident Commander. The Incident 
Commander shall document their 
orders in an appropriate report (e.g. 
Operations Plan or After Action 
Report) and provide the orders to 
all personnel."

"All personnel in an assignment with 
primarily field based responsibilities, 
as determined by the Chief of Police 
(COP), shall be assigned a PDRD for 
the duration of the assignment. 
Other personnel, as determined 
by the COP, may also be 
assigned a PDRD."

"VIDEO FILE DOCUMENTATION AND 
CHAIN OF CUSTODY 
To ensure accountability for the 
proper identification, tracking and 
chain of custody for all original PDRD 
video files stored on the Department 
server and external copies of the 
PDRD video files, all personnel 
shall follow the protocols below.                                                               
The Project Administrator is 
designated by the Chief of Police 
and has oversight responsibilities 
to include, but not limited to, the 
following:  Ensure PDRD files are 
secured and retained for a minimum 
of two (2) years;"

New Orleans, LA

14-Apr-05 "(a) All field contacts involving 
actual or potential criminal conduct 
within video or 
audio range; (b) Traffic stops (to 
include, but not limited to, traffic 
violations, stranded motorist 
assistance and all crime 
interdiction stops); (c) Emergency 
responses; (d) Vehicle pursuits; 
(e) Suspicious vehicles; (f) Arrests 
and transports; 
(g) Vehicle searches: (h) Consent 
to search; 
(i) Physical or verbal confrontations 
or use of force; 
O Pedestrian checksfferry StoPs; (k) 
DWI investigations, including field 
sobriety tests; 
(l) Domestic violence calls; (m)
Statements made by individuals 
in the course of an investigation 
or complaint: (n) Advisements of 
Miranda rights; 
(o) Seizure of evidence; (p) 
Swat rolls; (q) High-risk 
warrants; and (r) All calls for service.                                                         
Any other contact that becomes 
adversarial after the initial contact in 
a situation that 
would not otherwise require 
recording. 
Any other legitimate law 
enforcement contact where the 
oflicer believes that a recording of an 
incident would be appropriate.                
 
"

"Although this policy identifies 
those situations in which activation 
of the BWC is required, an officer 
has discretion to 
manually activate the system any 
time the officer believes it would be 
appropriate or 
valuable to document an incident.                                
ln exercising this discretion, 
officers should be aware of, and 
sensitive to, civilians' reasonable 
privacy expectations. The BWC 
shall only be 
activated for legitimate 
law enforcement purposes.                                                                      
Department members have 
discretion whether to activate a BWC 
during consensual 
contacts of a non-criminal nature."

"When handling calls for 
service or incidents involving 
the treatment of individuals at 
a medical facility, Department 
members may be required to 
restrict use of a BWC in accordance 
with facility privacy protocols.  The 
BWC shall not be used to record 
non-work related personal activity.                                                                      
The BWC shall not be activated in 
places where an employee has a 
reasonable expectation of privacy, 
such as locker rooms, dressing 
rooms or restrooms, unless a 
criminal offense has occurred in 
these locations, at which time every 
precaution shall be 
taken to respect the dignity of 
the victim by avoiding recording 
videos of persons who are nude or 
when sensitive areas are exposed.                       
The BWC shall not be intentionally 
activated to record  onversations 
of fellow employees during 
routine, non-enforcement related 
activities without their knowledge.  
Department members shall not 
intentionally record confidential 
informants or undercover officers 
unless the recording is conducted 
specifically for the purpose 
of documenting a sting, 
drug purchase/sale, or other 
undercover operation in furtherance 
of a criminal investigation.                                                    
Department members shall 
not make covert recordings 
of conversations with other 
Department members"

"Once the BWC system is activated, 
it shall remain on and shall not be 
turned off until an investigative or 
enforcement contact or incident 
has concluded.  For purposes of this 
section, conclusion of an incident 
has ocrurred when an officer 
has terminated contact with an 
individual, cleared the scene of a 
reported incident, or has completed 
transport of a civilian or an arrestee.                                                        
The BWC shall be utilized by any 
Department member assigned this 
device during all investigative or 
enforcement contacts however, 
there may be limited circumstances 
when the respect for an individual's 
privacy or dignity outweighs the 
need to record an event (e.9. - a 
victim traumatized following a 
violent assault). 
When an officer believes such 
circumstances exist, or that use of 
a BWC would impede or limit the 
cooperation of a victim or witness 
during an investigative contact, an 
officer may deactivate the BWC after 
receiving authorization from a 
supervisor."

ln any instance in which cessation of 
the recording prior to the conclusion 
of the incident may be permitted, 
the officer must seek and obtain 
supervisory approval prior to 
deactivating the BWC. lf supervisory 
approval cannot be reasonably 
obtained, officers must document on 
the BWC the reason for termination 
of the recording prior to deactivation 
of the BWC.

"A Department member involved in 
any use of force incident or accident 
causing injuries will be permitted, 
but will not be required, to review 
his or her own BWC video recordings 
prior to providing a recorded state-
ment or completing reports. 
Witness Department members will 
only be allowed to review BWC 
video if it can be determined that 
their on'scene position would allow 
them to simultaneously perceive 
events in question from the same 
perspective as the involved mem-
ber.                                                          "

"lf a member makes a supervisor 
aware thal a recorded may 
lead to a citizen complaint, the 
supervisor should review the 
recording and conduct any further 
investigation that he or she deems 
appropriate. lf no incident report 
or supplemental report directly 
related to the possible citizen 
complaint is warranted, details of 
the contact shall be documented via 
lnteroffice Correspondence (Form 
105). The Department member's 
immediate supervisor shall be 
responsible for ensuring a copy 
of any report or conespondence 
related to the contact is fowarded 
to his or her respective District 
Division Commander, Bureau 
Deputy Superintendent and the 
Deputy Superintendent of the 
Public lntegrity 
Bureau.                                                                                
Body-worn cameras shall not be 
used for purpose of conducting 
Departmental administrative in-
vestigations, including undercover/
plainclothes operations without the 
approval of the Superintendent of 
Police or his/her designee."

"Supervisors shall log into EVIDENCE.
COM each working day and 
perform a random 
review of their subordinates' BWC 
recordings to ensure category 
accuracy and the 
proper use of the BWC.                                                                                                                                             
Field Training Officers may use 
media captured via a BWC device 
to provide immediate training 
to recruits and to assist with the 
completion of the Daily Observation 
Report (DOR)."

"However, this requirement 
shall not restrict the 
Public lntegrity Bureau's 
routine access to or review of BWC 
recordings when investigating 
complaints of misconduct.                                                                            
The Superintendent of Police 
or one of his/her designees 
may authorize an investigator 
participating in an official 
Department investigation of 
a personnel complaint, claims 
investigation, administrative 
inquiry, or criminal investigation, 
access to review specific incidents 
contained on BWC recordings.  
Access for any 
other purpose shall require 
the express approval of the 
Superintendent of Police."

"The BWC may not be used for 
the purpose of intimidating an 
individual or to discourage 
an individual from observing 
police activity, making appropriate 
inquiries of an officer, or 
making a complaint. "

"Selected field assignments may 
be equipped with Body-Worn 
Camera (""BWC"") devices per 
Appendix ""A"" of this policy.                                               
Department members who have 
completed authorized training 
sanctioned by the NOPD 
Academy shall be the only personnel 
authorized to use a BWC in an 
operational settingList of selected 
field assignments required to have 
a Body Worn Camera in accordance 
with this policy;  All District Platoon 
Officers; All District Task Force / 
General Assignment Officers; All 
School Resource Officers; 
.All Gang Task Force commissioned 
personnel that are not fulltime 
administrative staff; All SOD 
commissioned personnel that are 
not full-time administrative staff, 
including: Canine, Traffic,  V.O.W.S., 
All District Platoon Sergeants, and 
All District Task Force / General 
Assignment Sergeants"

Seattle, WA

19-Jul-17 "When safe and practical, employees 
will record the following police 
activity, even if the event is out of 
view of the camera: Dispatched calls, 
starting before the employee arrives 
on the call to ensure adequate time 
to turn on cameras; Traffic and Terry 
stops; On-view infractions and crimi-
nal activity;  Arrests and seizures; 
Searches and inventories of vehicles, 
persons, or premises; Transports 
(excluding ride-alongs and 
passengers for meetings); Vehicle 
eluding/pursuits; and Questioning 
victims, suspects, or witnesses (This 
does not include conversations with 
persons merely wishing to pass on 
information about general criminal 
activity not tied to a specific event.)                                                                                  
Employees will record the 
entire event to its conclusion unless 
specifically instructed otherwise by 
this manual section. 
"

"Employees reasonably exercising 
discretion under policy subsections 
5c – 5g will not be subject to 
discipline for the decision to 
record or not record those portions 
of an event. 
Unless otherwise prohibited 
by this policy, employees may 
initiate recording any time they 
determine it would be beneficial 
to capture an event or activity.                                                                    
There may be limited circumstances 
when the respect for an individual’s 
privacy or dignity outweighs the 
need to record an event. 
Such circumstances may include 
natural death scenes, death notifica-
tions, child or sexual assault victim 
interviews, cultural or religious 
objections to being recorded, 
and when the use of BWV would 
impede or limit the cooperation of a 
victim or witness. 
When an employee believes 
such circumstances exist, the 
employee may deactivate the BWV.                         
Include conversations with persons 
merely wishing to pass on informa-
tion about general criminal activity 
not tied to a specific event.    
 
"

"Employees will not record in 
restrooms, jails and the interiors of 
medical, mental health, counseling, 
or therapeutic facilities unless for 
a direct law enforcement purpose, 
such as a crime in progress.                                                          
 
"

"Employees who stop recording 
during an event will state on the 
recording their intention to stop 
recording and explain the basis for 
that decision. Employees will also 
document the reason(s) in the GO 
report and/or CAD update. 
Supervisors who direct that record-
ings cease will direct employees to 
document the order in the GO report 
and/or CAD update. 
An event has concluded when both 
of the following apply: 
- The employee has completed 
his or her part of the active 
investigation; and 
- There is little possibility that 
the employee will have further 
contact with any person involved 
in the event 
For transports to a King County jail 
facility, the event concludes just 
before the employee enters the sally 
port of the facility. 
For transports to medical facilities, 
the event concludes when the 
employee reaches the transport 
destination, and the employee is 
exiting the vehicle. 
For transports to other locations, the 
event concludes when the employee 
reaches the transport destination, 
and the subject has been taken into 
the destination. 
"

Employees will ask for consent to 
record with BWV in residences or 
other private areas not open to the 
public unless there is a crime in 
progress, or other circumstances 
exist that would allow the employee 
to be lawfully present without 
a warrant. The request and any 
response will be recorded.  If any 
person with legal standing denies 
permission to record, employees 
will stop recording with BWV 
while they are in the private area. 
However, employees will continue 
to record ICV audio, if equipped, and 
notify the persons involved of the 
continued audio recording.

"Employees shall notify persons that 
they are being recorded as soon as 
practical, and the notification must 
be on the recording. Employees 
will make reasonable efforts to 
communicate to non-English 
speakers, those with limited English 
proficiency, deaf persons, or persons 
hard of hearing that they are 
being recorded. 
Employees will make reasonable 
efforts to repeat the notification, 
if practical, for additional 
people that become involved in 
the recording. 
Consistent with RCW 9.73.090(1)(b), 
employees will again notify persons 
placed under arrest they are being 
recorded and verbally give Miranda 
warnings on the recording."

Employees may review their own 
recorded video except in instances 
of FIT investigations. The FIT manual 
outlines when employees may view 
video in those cases.

"The Department will continually 
review both in-car and body-worn 
video programs, including this 
manual section and related 
training, considering changes in 
best practices, technology, and 
legal standards.The Department, 
including supervisors, OPA, Training, 
Audit, and investigatory personnel 
may view ICV and BWV recordings 
for these purposes: 
- Complaint 
- Criminal investigation 
- Officer-involved collision 
- Vehicle pursuit investigation 
or review 
- Public disclosure request 
- Use of force review or investigation 
(See FIT Manual if applicable) 
- Performance appraisal 
- As part of the Early Intervention 
System (EIS) 
- Training purposes, with the permis-
sion of the involved employees 
- Audit and Quality Control/
Troubleshooting 
"

Any employee viewing a video 
after it has been uploaded will 
manually make an entry in the 
viewer application at the beginning 
of the viewing session stating the 
purpose for viewing the video.

If, in the course of viewing in-car 
or body-worn video, minor acts 
of misconduct unrelated to the 
original reason for viewing the 
video are discovered, they will not 
result in discipline or a sustained 
finding. However, such acts 
may result in a training referral 
or career counseling and may 
be included in an employee’s 
performance evaluation.

"Employees will not record people 
lawfully exercising their freedom 
of speech, press, association, 
assembly, or religion unless they 
have probable cause to believe that 
criminal activity is occurring or when 
ordered to record by a supervisor, as 
provided below. 
When an imminent risk to 
public safety or large-scale 
property destruction appears likely, 
supervisors at the squad level and/or 
the incident commander of an event 
may order employees to record 
with BWV. Under such direction, 
employees will record until ordered 
to cease recording. 
Protected activity unintentionally 
captured is not a violation 
"

"9. Specialized Units May Request 
Exceptions 
The department recognizes that in 
relatively rare circumstances units 
may perform specific tasks during 
their normal duties that make using 
the ICV or BWV impractical. Units 
may request exceptions to recording 
with ICV and/or BWV, for those 
specific tasks, from the Chief of 
Police. Any exceptions granted are 
valid for a term not to exceed one 
year and may be renewed annually 
at the discretion of the Chief of 
Police for good cause shown. 
Units will request the exceptions by 
department memorandum outlining 
the specific tasks and good cause 
justification.  All approvals will be 
for good cause, which will be set 
forth in a writing signed and dated 
expressly by the Chief of Police. The 
Chief of Police and affected section 
commanders will maintain a file 
of approved exceptions. Section 
commanders will provide a copy to 
the Office of Professional Account-
ability and may provide copies of the 
exceptions to the affected personnel 
under their command. 
"

"Department policy governs all 
access, review, and release of in-car 
and body-worn video. 
SPD Manual Section 12.080 – Reten-
tion and Disclosure of Department 
Records addresses video retention 
periods and release of video to the 
public, including persons wishing to 
file misconduct complaints. 
"

Newark, NJ

18-Jun-05 "Members shall activate the BWC 
to record police-related interactions 
with citizens in the performance of 
their duties. Activation is required 
immediately upon receiving a 
dispatched assignment or the 
initiation of a police action. 
When activation is required upon 
entering any residence, members 
shall notify the subject(s) that the 
camera is recording at the earliest 
opportunity that is safe and feasible. 
The following circumstances require 
the BWC to be activated: 
1. Motor vehicle stop, from the time 
the violation is observed until the 
stop is concluded, to include: 
a. Car/truck inspection,b. Motor 
vehicle pursuit 
c. Motor Vehicle Safety Checkpoint, 
d. Vehicle pursuit, 2. Call for 
service (activate upon receipt of the 
assignment).  3. Aiding a motorist or 
a pedestrian (community caretaking 
check).4. Interviewing a witness or a 
victim in the course of investigating 
a criminal offense. Ensure the 
witness or victim is aware the BWC 
is activated. 
5. Conducting a custodial 
interrogation of a suspect, unless the 
interrogation is otherwise 
6. being recorded in accordance 
with N.J. Court Rule 3:17 (electronic 
recordation of station house 
interrogation).Making an arrest.   
7. During a search (consensual or 
otherwise, including a protective 
frisk for weapons). The "

"1. BWCs shall be used only in 
conjunction with official law 
enforcement duties. Activating a 
BWC is prohibited, unless a law 
enforcement action is required, 
during the following: 
• When on break (e.g. meal, 
using a restroom, etc.) or not 
actively perfonning law enforce-
ment duties. 
• For a personal purpose or when 
engaged in police union business. 
• During any form of disciplinary 
proceedings (e.g. counseling, police 
trial, inspections, evaluations, 
etc.) or any similar supervisory 
interaction. 
• In any location where there is a 
reasonable expectation of privacy 
(e.g., restroom, locker room, break 
room, etc.), unless enforcement 
action is required. 
• Courtroom proceedings, unless 
associated with a call for service 
or incident. 
"

"5. Members shall deactivate 
a BWC when participating in 
any discussion of a criminal 
investigation strategy or plan except 
in circumstances where the strategy/
plan is discussed in the immediate 
presence of a civilian, or where that 
the member wearing the BWC is 
actively engaged in the collection 
of physical evidence. Before a BWC 
is deactivated, the member must 
narrate the circumstances of the 
deactivation. 
6. Members must deactivate a 
BWC when a person, other than 
an arrestee, is seeking emergency 
medical services for him or herself or 
another and requests deactivation.  
7. Members shall deactivate a BWC 
when specifically authorized to do 
so by an assistant prosecutor or 
their assistant or deputy attorney 
general. Prior to deactivation, the 
member shall narrate, on the BWC, 
the circumstances for deactivation 
indicating the name of the person 
who authorized the deactivation. 
8. Members shall not use a BWC 
when in a school, healthcare 
facility, house of worship, or 
courtroom unless: a. investigating a 
criminal offense; 
b. responding to a call for service; c. 
reasonably believing constructive 
authority or force will be required.  
9. If the BWC radio-frequency 
interferes with an electronic alcohol 
breath testing device, "

1. Members may deactivate a BWC 
when a civilian conversing with the 
officer requests that the device be 
turned off under the circumstances 
where it reasonably appears 
that the person will not provide 
information or otherwise cooperate 
with the officer unless that request 
is respected.

"1. When activation of a BWC is 
required, members shall notify the 
subject that the camera is recording 
at the earliest opportunity that is 
safe and feasible. 
2. If it is not safe and/or feasible to 
notify the subject, the officer shall 
document the reason in their report 
or by narrating the reason on the 
BWC recording. 
3. If a civilian inquires if an officer is 
equipped with a BWC or inquires if 
the device is activated, the member 
shall answer truthfully unless the 
Public Safety Director or the Chief 
of Police has expressly authorized a 
covert recording. 
"

4. To assist the member whose 
BWC made a recording to prepare 
his or her own police report, except 
as delineated in number 16 of 
this section.

"10. Supervisors shall review 
investigatory stops and detentions, 
searches, and arrests for 
►completeness and adherence 
to law and NPD policy.  Su-
pervisors will: 
Review all written documentation; 
Review all relevant video recordings 
for all incidents in which the 
supervisor suspects, for any reason, 
that an officer's conduct may 
not have complied with law or 
NPD policy; and 
 
11. For every search or arrest 
involving the recovery of contraband 
evidence, the desk lieutenant 
will review the circumstances of 
the encounter, including BWC 
video, to assess the adequacy 
of the seizure."

4. Field supervisors shall ensure 
members are all logged-on to the 
Arbitrator Front-End Client in the 
vehicle during field inspections 
and that the BWCs are positioned 
in the center of the torso on the 
outermost garment of all personnel.                           
On an ongoing basis, review a 
random selection of video recordings 
of stops and detentions, searches, 
and arrests amounting to at least 10 
percent of all stops and detentions, 
searches and arrests.              G. 
Integrity Control Officers and 
Compliance Unit  1. Review twelve 
BWC/ in-car videos, four per tour, on 
a monthly basis.

Access to and use of a BWC 
recording is permitted only 
in the following situatio
ns:                                         3. When 
relevant to and in furtherance of 
a management review process to 
identify circumstances indicating 
possible police misconduct or 
to determine the existence of a 
pattern of possible misconduct.                                       
5. When relevant to a 
supervisor's review of a member's 
actions as part of the supervisory 
responsibility authorized by the 
division.                 11. To conduct 
an audit to ensure compliance 
with this policy.

8. Civil disorder, strike, picket 
line, demonstration or protest in 
circumstances where the member 
is engaged with or in the presence 
of civilians and the member or any 
other officer on the scene may be 
required to employ constructive 
authority or force.

The Public Safety Director 
may authorize use of a BWC to 
members in plain clothes or 
assigned to a specialized unit.                                                            
Members working in an administra-
tive, investigative, or plain clothes 
capacity shall not wear BWCs.

"The retention period for BWC 
recordings shall not be less than 90 
days. The Technology Unit is respon-
sible for coordinating with the BWC 
vendor to establish a retention and 
disposition schedule, in accordance 
with requirements set forth by the 
State of New Jersey. The following 
shall be subject to the following 
additional retention periods: 
• When a BWC recording pertains 
to a criminal investigation or 
otherwise records information that 
may be subject to discovery in a 
prosecution, the recording shall be 
treated as evidence and shall be kept 
in accordance with the retention 
period for evidence in a criminal 
prosecution. 
• When a BWC records an arrest 
that did not result in an ongoing 
prosecution, or records the use of 
police force, the recording shall 
be kept until the expiration of the 
statute of limitations for filing a 
civil complaint against the officer 
and/or agency.  
"

member must record the notification 
to the subject of the right to allow 
or refuse a consent to search.  8. Civil 
disorder, strike, picket line, demon-
stration or protest in circumstances 
where the member is engaged with 
or in the presence of civilians and 
the member or any other officer on 
the scene may be required to employ 
constructive authority or force. 
9. Investigative detention/field 
interview (e.g., Terry v. Ohio criminal 
suspicion stop).  10. Pedestrian 
stop, which includes a stop that 
falls short of a Terry stop because 
the pedestrian is free to walk away, 
such as a "mere inquiry" (e.g. 
asking where someone is going). 
11. Use of constructive authority 
or force, or reasonable belief that 
constructive authority may be used 
in an encounter or situation.  12. 
Transporting an arrestee to a police 
station, county jail, other place 
of confinement, hospital or other 
medical care/mental health facility. 
The BWC shall remain activated until 
the arrestee is secured in the holding 
cell, processing room or until the 
arrestee is with hospital/medical/
mental health personnel. During a 
prisoner watch at the hospital, the 
BWC shall be reactivated when there 
is movement of the arrestee (e.g., 
moving to a different room, escort to 
the bathroom, etc.) or if the arrestee 
becomes verbally or physically

"the BWC shall be deactivated or 
removed from the area while the 
alcohol breath test device is being 
used. The member must narrate the 
reason for deactivation (e.g., ""I am 
deactivating the BWC because the 
suspect is about to take a breath 
test.""). The BWC must be reactivat-
ed once the test is complete.  10. 
Members shall deactivate when an 
arrestee is secured in the holding 
cell, processing room or in the care 
of the hospital/medical/mental 
healthcare personnel. 
11. Members shall deactivate upon 
entering a police facility when 
transporting a victim or witness.  12. 
The BWC shall be deactivated when 
the member and all civilians have 
departed the scene. 
"

Civil disorder, strike, picket line, 
demonstration or protest in 
circumstances where the member 
is engaged with or in the presence 
of civilians and the member or any 
other officer on the scene may be 
required to employ constructive 
authority or force.

"If a civil action relating to the 
incident depicted on the recording 
is filed the recording shall be 
maintained until the conclusion 
of the civil action. NPD personnel 
responsible for the disposal of 
video images shall contact the 
office of the Newark Corporation 
Counsel for guidance regarding the 
destruction of the video images.                                         
When a BWC records an incident that 
is the subject of an internal affairs 
complaint, the recording shall be 
kept pending final resolution of the 
internal affairs investigation and any 
resulting administrative action. 
When a civilian who is the subject of 
the video makes a written request 
that footage be retained, the record-
ing shall be kept until the expiration 
of the statute of limitations for filing 
a civil complaint against the officer 
and/or  agency. 
"

"aggressive. 13. When the member 
is involved in any police action/en-
counter where departmental policy 
requires a report and/or notation on 
a log sheet is required.  14. When 
responding to an active scene where 
knowing or reasonably believing 
that police deadly force has been or 
is being used, or to a scene where a 
member has requested emergency 
assistance (e.g., officer in distress, 
shots fired, etc.) While at the scene 
of a police deadly-force event or the 
on-scene investigation of that event 
the member shall not deactivate the 
BWC unless instructed to do so by 
the investigator that is investigating 
the deadly force incident.  15. In 
a school, healthcare facility or 
house of worship only when: a. 
Investigating a criminal offense; 
b. Responding to an emergency; c. 
Reasonably believing constructive 
authority or force will be required.  
d. Or as otherwise noted in section 
IX, B 12 of the policy (transporting 
arrestees).  16. In any situation 
where the member deems a 
recording to be necessary. 
"

"The following is list of video catego-
ries and their retention period: 
• Vehicle Inspection/ Test -  90 days 
• Call for service (no 
arrest) - 90 days 
• Special Detail -  90 days 
• Traffic Matter -  90 days 
• Motor Vehicle Stop - 3 years 
• Motor Vehicle Accident - 3 years 
• Motor Vehicle Aid - 3 years 
• Pedestrian Stop - 3 years 
• Frisk or Search -  3 years 
• Arrest - 7 years 
• DB Investigation - 7 years 
• Critical Incident (homicide, serious 
bodily injury, suspicious death, 
serious use of force) - Indefinite 
• Internal Affairs - Indefinite 
 
"

Cleveland, OH

15-Feb-02 "1. Encounters with victims, wit-
nesses, and suspects including those 
that involve or may involve a stop or 
investigation based on reasonable 
suspicion or probable cause. 
2. All citations, uses of force, 
detentions, and arrests. 
3. All searches including, but not 
limited to, people, vehicles, items, 
buildings, and places. 
4. All domestic violence calls includ-
ing suspect/victim interviews. 
5. All interactions with persons 
known or suspected of having 
mental illness or in crisis.         6. 
Assisting other members engaged 
in a police related action, whether 
or not the other member has a WCS 
in event mode. 
7. Pursuits (vehicle and foot) and 
emergency response driving. 
8. When asked to by a citizen during 
the interaction with the citizen. 
9. While en route to crimes in 
progress or just occurred where 
fleeing suspects or vehicles may 
be captured on video leaving the 
crime scene. 
10. Crime or accident scenes 
where captured media can help 
document, enhance and support 
members: written reports, evidence 
collection, investigations, and 
court testimony. 
11. Other events, situations and 
circumstances "

c. Reasonably believing constructive 
authority or force will be required.  
d. Or as otherwise noted in section 
IX, B 12 of the policy (transporting 
arrestees).  16. In any situation 
where the member deems a 
recording to be necessary.

"The WCS shall not be used in Event 
Mode to capture the following, 
unless capturing evidence related 
to activities described in IV. G. 
of this Order: 
A. Divisional administrative 
investigations without the express 
consent of the commanding 
member of the involved district/
bureau/section/unit.          B. Internal 
non-investigative staff meetings, 
hearings, and encounters with other 
members, supervisors, command 
staff, or City-employed civilians 
assisting the Division. 
C. Conversations of fellow members 
or civilian employees without their 
knowledge during routine, non-en-
forcement related activities. 
D. Protected health information 
and treatment when requested by 
the patient, or on-scene Emergency 
Medical Service or Division of 
Fire personnel. 
E. Gratuitous captured media (i.e. 
effects of extreme violence or 
injury, exposed genitalia or other 
erogenous areas, etc.). 
F. Any place where there is 
a reasonable expectation of 
privacy (i.e. dressing rooms, 
restrooms, etc.). 
G. Images of confidential 
informants or undercover members, 
unless requested by the under-
cover member, their supervisor, or 
commanding "

Not stop the recording until the 
contact has concluded or when 
ordered by a Cleveland Division of 
Police supervisor.

Advise citizens that a camera is on 
and recording audio and video at the 
first reasonable opportunity keeping 
member safety a priority

Requests to view or receive copies 
of captured media.  All requests 
for copies of captured media for 
non-evidentiary reasons shall 
be made by Form-1 request 
through the requestor’s immediate 
supervisor.                                                                             

The Division reserves the right to 
limit or restrict a member’s ability 
to view captured media based on 
the circumstances surrounding 
the incident.

"Random reviews of captured media 
shall occur regularly. 
A. Supervisors shall randomly 
review a minimum of 1 hour per 
week of recordings created by 
members under their command and 
make recommendations through 
the chain of command about 
potential changes needed to the 
WCS program or related orders. 
Supervisors shall also: 
1. Confirm proper use of 
equipment. 
2. Compliance with this Order. 
3. Identify areas where additional 
training or guidance is needed.                                                              
B. Mobile Support Unit OIC shall 
randomly review a minimum 
of 4 hours of video per week for 
compliance with this order and any 
potential changes needed to the 
WCS program or related orders."

Use of WCS while 
working authorized 
secondary employ-
ment is recommended 
but not required.

"Members shall use the following 
categories to assist in maintaining 
and filing captured WCS media. 
Captured media that members 
suspect needs to be retained longer 
than the retention period shall be 
documented in a Form-1 describing 
the reason and forwarding it 
through the chain of command to 
the Mobile Support Unit. 
A. Homicide/Sex crimes (permanent 
retention). 
1. Dead Body Investigations & Crime 
Scene Video. 
2. Sexual Assault Investigations & 
Crime Scene Video. 
B. Critical Incidents (retention 
of 5 years). 
1. All Motor Vehicle Crashes. 
2. Any Use of Force 
incident.                       3. All Arrests.                                                    
4. Complaints. 
5. Search warrant video. 
6. Felony crime scene video. 
7. Investigative detentions. 
8. Accidents involving city 
property (Injury to person/City 
Property report). 
9. Pursuits (vehicle & foot)."

"including but not limited to armed 
encounters, acts of physical violence, 
civil disturbances, and criminal or 
suspicious activity 
12. Any situation that a member 
believes captured media may 
be of use."

"member. 
H. Conversations of citizens and/
or members (i.e. administrative 
duties, court, community 
meetings, etc.). 
I. Sporting events, entertainment 
venues, or similar. Venues or 
organizations may have prohibitions 
against recording the event or 
within the facility."

"C. Misdemeanors (retention 
of 1 year). 
1. Misdemeanor reports. 
2. Misdemeanor crime 
scene video. 
D. Traffic Stops and Citations 
(retention of 180 days).  1. Citations 
issued without an arrest (UTT & 
MMC).  2. Citizen encounters where 
none of the other category criteria 
apply.  3. Traffic stops where no 
citation is issued. 
E. Possible complaints (retention 
of 180 days).  1. Member believes 
the incident may result in a 
complaint.  2. Captured media that 
does not fall into any of the above 
circumstances.  F. Administrative 
(retention of 90 days). 
1. Start of tour WCS functionality 
test footage.  2. Start and end of tour 
vehicle inspection footage."

Ferguson, MO

16-Feb-26 "Activation of the BWC is required in 
the following situations: 
1) All field contacts involving 
actual or potential criminal conduct 
within video and audio or audio 
range, including: 
a) Traffic stops (to include, but 
not limited to, traffic violations, 
stranded motorist assistance, and all 
crime interdiction stops) 
b) Emergency responses 
c) Vehicle pursuits 
d) Suspicious vehicles 
e) Arrests and transports 
f) Vehicle searches 
g) Consent to Search 
h) Physical or verbal confrontations 
or use of force 
i) Pedestrian checks/Terry Stops 
j) DWI investigations including field 
sobriety tests 
k) Domestic violence calls 
l) Statements made by individuals 
in the course of an investigation 
or complaint 
m) Advisements of Miranda rights 
n) Seizure of evidence 
p) High Risk Warrants 
q) On all calls for service 
2) Any other contact that becomes 
adversarial after the initial contact in 
a situation that would not otherwise 
require recording. 
"

The BWC may not be used for 
the purpose of intimidating an 
individual or to discourage an indi-
vidual from observing police activity, 
making appropriate inquiries of 
an officer, or making a complaint.                                                                              
The BWC shall not be used to record 
non‐work-related personal activity. 
The BWC shall not be activated in 
places where an employee has a 
reasonable expectation of privacy, 
such as locker rooms, dressing 
rooms, or restrooms. If a criminal 
offense has occurred in these 
locations, the BWC may be activated 
and every precaution shall be taken 
to respect the dignity of the victim 
by avoiding recording video and 
audio of persons who are nude or 
when sensitive areas are exposed. 
The BWC shall not be intentionally 
activated to record conversations 
of fellow employees during 
routine, non‐enforcement-related 
activities without their knowledge 
or during rest or break periods, or 
in designated break areas unless an 
active pre-existing investigation is 
underway and authorized by law.                                                                                        
Places where a heightened expecta-
tion of privacy exists, such as public 
restrooms, jails, or hospitals, unless 
for direct law enforcement purpose 
such as a crime in progress or the 
recording of the location is material 
to a criminal investigation.                   

Once the BWC system is activated 
it shall remain on and shall not be 
turned off until an investigative or 
enforcement contact or incident 
has concluded. For purposes of this 
section, conclusion of an incident 
has occurred when an officer has ter-
minated contact with an individual, 
cleared the scene of a reported 
incident, or has completed transport 
of a civilian or an arrestee.

Officers shall inform individuals 
that they are being recorded at 
the earliest reasonable and safe 
opportunity.

A Department member who 
has been assigned a BWC device 
may review his or her own BWC 
recording to help ensure accuracy 
and consistency of accounts.                                                                               
Witness Department members 
will be allowed to review BWC 
video and audio.

Subject officers shall not be ques-
tioned about critical incidents before 
being given an opportunity review 
the recordings.   A Department 
member involved in any use of force 
incident or accident causing injuries 
will be permitted, but will not be 
required, to review their own BWC 
video and audio recordings prior to 
providing a recorded statement or 
completing reports. 

A supervisor may review specific 
BWC media or data for the purpose 
of training, performance review, 
critique, early intervention inquiries, 
civil claims, and administra-
tive inquiry. 

If an officer believes that a 
recorded event may lead to a citizen 
complaint, he/she shall bring the 
recording to the attention of his/
her immediate supervisor as soon 
as possible. The supervisor should 
review the recording and conduct 
any further investigation that the 
supervisor deems appropriate.                                                                              

Routine audits of recording devices 
shall be used for maintenance and 
training purposes only and not 
for discipline, absent additional 
corroborating evidence.

Unless there is reasonable suspicion 
to believe that criminal activity is 
occurring or will occur, employees 
shall not intentionally record: 
People who are lawfully exercising 
their freedom of speech, press, 
association, assembly, religion, or 
the right to petition the government 
for redress of grievances. (Protected 
activity which is unintentionally 
captured while recording an event as 
otherwise required by this policy is 
not a violation.)

"Records Retention: Officers 
requesting recordings to be entered 
into evidence will notify the SA and 
provide the complaint number of the 
recorded incident. All recordings of 
evidentiary value shall be down- 
loaded by the SA onto a disk and 
that disk entered into evidence 
by the reporting officer. All other 
recordings will be preserved in ac-
cordance with state law, or if a case 
is under investigation or litigation 
for at least three years after the final 
disposition of the matter (including 
appeals) unless a written request 
is made to store them for a longer 
period of time for a legitimate law 
enforcement purpose. If a recording 
is transferred to disk, the disk and 
all recordings on the disk are subject 
to the rules of evidence and will be 
noted by the SA to retain until the 
case has a final disposition."

3) Any other legitimate law 
enforcement contact where the 
officer believes that a recording of 
an incident would be appropriate. 
In exercising this discretion, officers 
should be aware of and sensitive 
to civilians’ reasonable privacy 
expectations

Video and audio recording devices 
shall not be used in Department 
locker rooms, restrooms or any 
other place where there would 
be a reasonable expectation 
of officer’s privacy, including, 
without limitation, break rooms, 
rest areas, or off-duty gatherings.                                                                          
Recordings of Department 
personnel shall not be made 
unless an authorized pre-existing 
investigation is being conducted. 
Only the Chief or the Chief’s 
designee may authorize such 
recordings, and such authorization 
must be in writing before the 
recording is made.       Department 
members shall not intentionally 
record confidential informants 
or undercover officers unless the 
recording is conducted specifically 
for the purpose of documenting a 
sting, drug purchase/sale, or other 
undercover operation in furtherance 
of a criminal investigation.

East Haven, CT

18-Jun-11 "a. With a person in which there is a 
potential for arrest. 
b. Any pedestrian and/or 
traffic stops. 
c. Any investigative call for service. 
d. Any call in which they are needed 
to resolve or prevent a dispute. 
e. Any proactive self-initiated 
call for service in which law 
enforcement action can reasonably 
be anticipated. 
f. Vehicular pursuits. 
1) This section does not apply when 
the MVR is recording. 
g. Foot pursuits. 
h. Motorist assists.                                                                  
i. Transporting and processing 
arrestees. 
1) This section does not apply when 
the MVR is recording. 
j. Conducting interviews or taking 
statements from suspects, witnesses 
and/or victims. 
1) This section does not apply for 
interviews or statements that 
are taken within an interview 
room equipped with audio and 
video recording equipment that 
is activated. 
k. Any incident or event not 
otherwise prohibited by this 
directive, which may be dangerous, 
unpredictable, or potentially useful 
for Department training. 
"

"Personnel shall never use or 
activate any video and/or audio 
recording devices to record other 
Department personnel unless they 
are engaged in official law 
enforcement business.               Per-
sonnel shall never record the 
conversations of fellow employees 
without their knowledge when 
not engaged in law enforcement 
activities.            The BWC shall not be 
used to record: 
a. Encounters with undercover offi-
cers or confidential informants. 
b. A communication with other 
Department personnel unless it is 
part of his/her official duties. 
c. A communication between 
Department personnel regarding 
intelligence strategy that is 
not publicly disclosable and 
occurs outside of the vicinity of 
anyone that is not a member of 
the Department or another law 
enforcement agency. 
1) The BWC shall not be turned 
off, but instead placed into 
conference mode when discussing 
a communication between law 
enforcement personnel regarding 
intelligence and/or strategy that 
is not publicly disclosable and 
occurs outside of the vicinity of 
anyone that is not a member of 
the Department or another law 
enforcement agency. 
2) Prior to entering into conference 
mode, the officer shall verbally state 
the reason such as "

Officers are not required to notify 
the public when the BWC is in use. 
However, if asked, the officer will 
inform the person that he/she is 
being recorded.

Officers shall review BWC recordings 
when preparing written reports of 
events to help ensure accuracy and 
consistency of accounts.

Supervisors shall review all BWC 
recordings of the officers listed in 
any Department report for any 
incident involving injuries to a 
prisoner or an officer, uses of force, 
vehicle pursuits, or misconduct 
complaints.

"Supervisors, at least once monthly, 
shall randomly review five (5) 
video recordings or thirty (30) 
minutes of video footage for each 
of their assigned personnel to:                                                                            
a. Assist in the periodic assessment 
of officer performance. 
b. Determine whether MVR’s 
and BWC’s are being fully and 
properly used. 
c. Identify material that may 
be appropriate for training or 
evidentiary purposes. 
d. A report of this review shall be 
completed in the LEAS DR System by 
each respective supervisor. 
"

Conference Mode: The BWC function 
in which the audio portion of the 
recording is temporarily muted for 
the purpose of discussing intelli-
gence and/or strategy with law 
enforcement personnel only.

"MVR and BWC recordings 
containing information that may be 
of value for case prosecution or in 
any criminal or civil proceeding or in 
the investigation and adjudication of 
a citizen complaint shall be handled 
as evidence. All video recordings 
are subject to the same security 
restrictions and chain of evidence 
safeguards as detailed in Policies 
and Procedures # 703 - Evidence 
and Property Control.           AVL, 
MVR and BWC recordings not 
scheduled for court proceedings or 
other Departmental uses shall be 
maintained for a minimum period 
of three (3) years. All recordings 
shall be maintained in a manner 
that allows efficient identification 
and retrieval.     4.BWC recordings 
of a routine nature are exempt 
from the three (3) year retention 
requirements of this directive. 
a. BWC recordings of routine calls 
for service shall be retained for a 
minimum of one (1) year. 
b. It is the obligation of the 
officer that records a routine call for 
service with "

l. Situations where an 
officer, by reason of training and 
experience, determines that the 
incident should be recorded.                                                                   
The BWC shall remain activated 
until the event is completed in 
order to ensure the integrity of 
the recording unless the incident/
situation moves into areas restricted 
by this directive.

"“Officer Conference,” “Tele-
phone Call,” etc. 
3) Prior to re-engaging contact 
with any subject involved in an 
incident/situation, the officer will 
confirm that the BWC is no 
longer in conference mode and 
is once again actively recording 
audio and video. 
d. A person undergoing a medical or 
psychological evaluation, procedure, 
or treatment. This does not apply 
while officers are on-scene for an 
initial response or while emergency 
medical responders are providing on 
scene medical care. 
e. In a hospital or mental health 
facility unless responding to a call 
for service and/or a follow-up in 
which a suspect and/or victim is 
present, a disturbance is occurring, 
or a potential crime is occurring. 
f. Any private conversation to which 
an officer is not a party unless au-
thorized by law (i.e. search warrant, 
subpoena, court order, etc.). 
g. Any telephonic or other means of 
electronic conversation unless au-
thorized by law (i.e. search warrant, 
subpoena, court order, etc.). 
h. Instances where employees are 
on break or otherwise engaged in 
personal activities. 
i. Any location where employees 
have a reasonable expectation of 
privacy, such as a restroom or a 
locker room."

"his/her assigned BWC to notify 
the Head of the Records Division in 
writing if they believe a recording 
should be retained for more than 
one (1) year. 
c. The Department may also decide 
to retain any routine call for service 
for more than one (1) year. 
5. The Department shall retain and 
preserve any recordings that are 
under investigation, involved in 
litigation, or reasonably anticipated 
to lead to litigation for at least three 
(3) years after disposition of the 
particular matter."

Chicago, IL

18-Apr-30 "The Department member will 
activate the system to event 
mode at the 
beginning of an incident and will 
record the entire incident for all 
lawenforcement- 
related activities. If circumstances 
prevent activating the BWC at 
the beginning of an incident, 
the member will activate the 
BWC as soon as 
practical. Law-enforcement-related 
activities include but are not 
limited to: 
a. calls for service; 
b. investigatory stops; 
c. traffic stops; 
d. traffic control; 
e. foot and vehicle pursuits; 
f. arrests; 
g. use of force incidents; 
h. seizure of evidence; 
i. interrogations; 
j. searches, including searches 
of people, items, vehicles, 
buildings, and 
places; 
k. statements made by individuals in 
the course of an investigation; 
l. requests for consent to sear
ch                                    m. emergency 
driving situations; 
n. emergency vehicle responses 
where fleeing "

 "The BWC will not be activated 
to record: 
1. individuals in residences or 
other private areas not open to the 
public unless 
there is a crime in progress or 
other circumstances that would 
allow the officer 
to be lawfully present without 
a warrant. 
2. inside medical facilities, 
except when directly relevant and 
necessary to a law 
enforcement investigation and 
approved by the member’s 
immediate 
supervisor. 
3. appearances at court or hearings. 
Members will turn off their BWC 
so that it is 
not in buffering mode after 
notifying the dispatcher and verbally 
announcing the 
reason for turning off the BWC. 
4. in connection with strip searches.                              
5. personal activities of 
other Department members during 
routine, nonenforcement- 
related activities.                                                                       
The audio recording of a private 
conversation is prohibited by law 
when obtained or made by stealth 
or deception or executed through 
secrecy or concealment."

"the entire incident has been 
recorded and the member is no 
longer engaged in a law-en-
forcement-related activity;                                        
For the purposes of the deactivation 
of BWCs, the Department has 
identified the following 
circumstances as the conclusion of 
a law enforcement-related activity:                                        
(1) the member has cleared the 
assignment; 
(2) the member leaves the scene 
of the incident; 
(3) for arrestee transports, when 
the arrestee: 
(a) is secured in the processing 
room and the member is only 
conducting administrative functions 
of the Department alone or only 
in the presence of other sworn 
members; or 
(b) custody has been transferred 
to another Department member, 
lock- up personnel, mental health 
providers, or hospital personnel. 
(4) the highest-ranking on-scene 
Bureau of Patrol supervisor has 
determined that the scene is secured 
in circumstances involving an 
officer-involved death investigation, 
firearm discharge, or any other use 
of force incident. b. requested by a 
victim of a crime; c. requested by a 
witness of a crime or a community 
member who 
wishes to report a crime; or d. 
the officer is interacting with a 
confidential informant. 
"

Upon initiation of a recording, 
Department members will announce 
to the person(s) they intend to 
record that their BWC has been 
activated to record.

"All supervisors assigned to oversee 
Department members utilizing 
Department-issued 
BWCs will ensure members who 
reviewed a BWC recording prior 
to writing any report document 
this fact in the narrative portion of 
the report prior to the supervisor’s 
approval of the report"

"All supervisors assigned to oversee 
Department members utilizing 
Department-issued 
BWCs are required to view 
recordings on Evidence.com for the 
following reasons: 
a. to investigate a complaint against 
an officer or a specific incident in 
which the officer was involved; 
EXCEPTION: The initatiating 
supervisor is encouraged to view the 
relevant BWC recording for evidence 
of the complaint. 
b. when Department members have 
had a pattern of allegations of abuse 
or misconduct and have been placed 
in the Behavioral Intervention 
System or Personnel Concerns 
Program."

"Whenever an incident requires the 
completion of a Tactical Response 
Report (TRR) 
(CPD-11.377), the lieutenant 
or above/exempt level incident 
commander responsible 
for approving the TRR will review 
all relevant videos of a BWC-related 
incident and 
ensure the reporting procedures 
outlined in the Department Directive 
entitled ""Incidents 
Requiring the Completion of a 
Tactical Response Report"" are 
followed and that the 
members involved complied with 
Department policy."

"The watch operations lieutenant 
(WOL) will: 
1. ensure members who 
reviewed a BWC recording prior to 
writing an arrest 
report document this fact in the 
narrative portion of the arrest 
report prior to 
initial approval of probable cause 
for any arrests. 
2. whenever operationally 
feasible, review video of any arrest 
recorded by a BWC 
as part of the approval of 
probable cause. 
3. review one randomly selected 
BWC recording on their respective 
watch per 
tour of duty to ensure compliance 
with policy, assess the need 
for additional 
training and tactical improvement, 
ensure close and effective 
supervision, and 
that an OEMC event number has 
been assigned for the recording.                                                                           
4. complete a Body Worn 
Camera Video Review Report 
(CPD-21.130) for the 
one randomly selected BWC 
recording viewed per tour of duty, 
and forward it 
to the executive officer. 
5. log each video viewed in a 
Body Worn Camera Videos Viewed 
Report (CPD- 
21.131), and forward the completed 
report to the executive officer 
at the end of 
each month."

"All sworn members and their 
immediate supervisors assigned to a 
Bureau of Patrol 
district normally assigned to field 
duties and any other member at the 
discretion of the 
district commander will be assigned 
and utilize a BWC."

"All digitally recorded data created 
by the BWC will be retained in 
accordance with the 
Department's Forms Retention 
Schedule (CPD-11.717) and the 
Illinois Officer-Worn Body 
Camera Act (50 ILCS 706/10).                          
A. Recordings made on BWCs must 
be retained for a period of 90 days 
unless any incident captured on the 
recording has been flagged. 
B. Under no circumstances will any 
BWC recording of a flagged incident 
be altered or destroyed prior to 
two years after the recording was 
flagged. If the flagged recording 
was used in a criminal, civil, or 
administrative proceeding, the 
recording will not be destroyed 
except upon a final disposition and 
order from the court."

"suspects or vehicles may 
be captured on video leaving the 
crime scene; 
o. high-risk situations; 
p. any encounter with the 
public that becomes adversarial 
after the initial 
contact; 
q. arrestee transports; 
r. any other instance when 
enforcing the law."

Other Agencies

Beaverton, OR

20-Feb-15 officers shall activate body-worn 
cameras to record all contacts with 
citizens in the performance of 
official duties

1. At the option of the officer who 
has an arrestee in their vehicle, 
the officer may choose to keep 
the officer's body-worn camera 
activated until custody of the 
arrestee is transferred to the 
detention facility.

"Body-worn cameras shall not be 
intentionally used in the following 
circumstances: 
(a) Interviews with child 
abuse victims. 
(b) Interviews with sexual 
assault victims. 
(c) In any location where individuals 
have a reasonable expectation of 
privacy, such as a restroom, break 
room, or fitness room. 
(d) Body-worn cameras shall 
not be worn in the department’s 
locker rooms. 
(e) When an officer would be 
recording a patient during a medical, 
health care provider or psychological 
evaluation by a clinician or similar 
health care professional, or during 
treatment. When recording in 
hospitals or other health care 
facilities, officers shall  be careful 
to avoid recording persons other 
than the suspect or witnesses that 
are deemed relevant to the matter 
being investigated by the officer.                                     
(f) Communications made in 
a psychiatric facility, unless 
responding to a call involving a 
suspect who is thought to be present 
in the facility. 
(g) Encounters with undercover offi-
cers or confidential informants. 
(h) When an officer is engaged 
in conversations with individuals 
with whom the officer  is in a 
privileged relationship (e.g., spouse, 
attorney, police peer counselor, labor 
representative, 
"

"(a) The event has concluded.  
(b) Victim and/or witness contact 
has concluded.  
(c ) All persons stopped have 
been released.  
(d) Once an arrestee has been placed 
into a vehicle to be transported 
to a detention 
facility.  
"

"In locations where individuals have 
a reasonable expectation of privacy, 
such as a residence, 
citizens may decline to be recorded 
or request that an officer not record 
them.   Officers have no obligation 
to stop recording in response to a 
citizen’s request if the recording 
is pursuant to an investigation, 
arrest, lawful search, or the 
circumstances clearly dictate that 
continued recording is necessary.                                                          
Many portable recorders, including 
body-worn cameras and audio/video 
transmitters, emit radio waves that 
could trigger an explosive device. 
Therefore, these devices should not 
be used where an explosive device 
may be present. 
"

(b) Unless the interaction with a cit-
izen is an undercover assignment or 
a covert action,  inform individuals 
that they are being recorded.

Audio and Video recordings from 
body-worn cameras may be viewed 
by an involved employee and/or 
their legal representative during 
their representation of an employee.  
Generally, officers are allowed 
to review the recordings from 
their body-worn cameras. To help 
ensure accuracy and consistency, 
officers are encouraged to review 
recordings prior to preparing 
reports.              Officers are allowed 
to review the recordings from 
their body-worn cameras. To help 
ensure accuracy and consistency, 
officers are encouraged to review 
recordings as a resource prior to 
preparing reports, preparing to 
make or give a statement about 
their BWC recorded activities and/ 
or testifying in any forum. Members 
should not use the fact that a 
recording was made as a reason 
to write a less detailed report.                                                                 
Prior to testifying in a court case 
where recorded data will be offered 
as evidence, officers are encouraged 
to review the recording.

"1. If the officer is giving a formal 
statement about the use of force 
or if the officer is the subject of 
a disciplinary investigation, the 
officer shall : 
(a) have the option of reviewing 
the recordings in the presence 
of the officer’s attorney or labor 
representative; and 
(b) have the right to review record-
ings from other body-worn cameras 
capturing the officer’s image or voice 
during the underlying incident and/
or events that are the subject of the 
investigation. 
If the officer is giving a formal 
statement about the use of force 
or if the officer is the subject of  
a disciplinary investigation, the 
officer shall: 
(a) have the option of reviewing 
the recordings in the presence 
of the officer’s attorney or labor 
representative; and 
(b) have the right to review record-
ings from other body-worn cameras 
capturing the officer’s image or voice 
during the underlying incident and/
or events that are the subject of the 
investigation. 
 
"

CID supervisors may review DME 
relevant to an investigation being 
conducted. The CID supervisor may 
also authorize a detective to review 
DME relevant to that detective’s 
investigation.                421.9 CRITICAL 
INCIDENTS  (b) Sergeants/officers 
will only review the BWC video 
when exigent circumstances exist, 
such as an officer being injured or in 
order to obtain identifying suspect 
information or other pertinent 
information.

"421.11 RETENTION REQUIREMENTS 
All files from body-worn 
cameras shall be securely stored 
in accordance with state records 
retention laws and will be purged 
after no longer useful for purposes 
of training, or for use in an inves-
tigation or prosecution (including 
appeals), or for use in resolving 
a claim or pending litigation, or 
disciplinary investigation. In capital 
punishment prosecutions, files shall 
be kept until the alleged offender is 
no longer under control of a criminal 
justice agency. 
All recordings shall be retained 
for a period consistent with 
the requirements of the state’s 
public records retention laws, but 
in no event for a period less than 
180 days. Recordings no longer 
needed for a court proceeding or 
an ongoing criminal investigation 
shall not be retained for more than 
30 months (2015 Oregon Laws c. 
550, § 1). (Refer to the attached 
retention schedule.)  The retention 
period  begins  from  the  date  the  
body-worn  camera  recording  was  
labeled  or categorized. 
  
"

"(i) clergy, health care provider, etc.). 
(j) Casual communications with 
other police personnel. 
(k) When an officer is on break 
or is otherwise engaged in 
personal activities. 
(l) Inside the police facilities during 
roll calls, briefings and/or incident 
debriefings, in- service training, 
and/or departmental meetings. 
(m) Places of worship and/or 
religious ceremonies. 
(n) Community policing activities. 
 
"

Boston, MA

12-Jul-16 "Officers will activate the BWC only 
in conjunction with official law 
enforcement duties, where such 
use is appropriate to the proper 
performance of duties, and where 
the recordings are consistent 
with this policy and the law.                                        
Officers shall record all contact 
with civilians in the following 
occurrences:1. Vehicle Stops; 
2. Investigative person stops: 
consensual, or articulable 
reasonable suspicion stops pursuant 
to Rule 323 (FIOE Report), or stops 
supported by probable cause; 
3. All dispatched calls for service 
involving contact with civilians; 
4. Initial responses by patrol officers, 
including on-site detentions, 
investigations pursuant to an 
arrest, arrests, and initial suspect 
interviews on-scene; 
5. Pat frisks and searches of 
persons incident to arrest (if not 
already activated); 
6. K9 searches; 
7. Incidents of Emergency 
Driving (primary and secondary 
responding officers); 
8. Incidents of Pursuit Driving 
(primary and secondary responding 
officers); 
9. When an officer reasonably 
believes a crowd control incident 
may result in unlawful activity; 
10. Any contact that becomes 
adversarial, including "

The officer may consider the 
option to divert the BWC 
away from any subjects and 
record only audio, if appropriate.                                                                       
When exercising discretion in such 
situations, the decision whether 
to stop recording, divert the BWC, 
or record only audio should 
generally be based on the following 
BWC Discretionary Recording 
Considerations: the extent to which 
the officer observes activities or 
circumstances of a sensitive or 
private nature; the presence of 
individuals who are not the subject 
of the officer-civilian interaction; the 
presence of people who appear to 
be minors; any request by a civilian 
to stop recording; and the extent 
to which absence of BWC recording 
will affect the investigation.              
Recording of Victims / Witnesses: If 
a BWC officer is in range of visual 
or audio recording of a victim or 
witness who is giving their first 
account of a crime, the officer may 
record the encounter but should 
weigh the BWC Discretionary 
Recording Considerations

If the civilian declines to give 
consent, the BWC officer shall not 
record in the residence.    Recording 
in Areas Where There May be a 
Reasonable Expectation of Privacy: 
BWC officers should be mindful of 
locations where recording may be 
considered insensitive, inappropri-
ate, or may be prohibited by privacy 
policies. Such locations may include 
locker rooms, places of worship, 
religious ceremonies, certain 
locations in hospitals or clinics, 
law offices, day care facilities, etc.                                                                                        
Improper Recording: BWC’s shall not 
be used to record: 1. During breaks, 
lunch periods, or time periods 
when an officer is not responding 
to a call, or when not in service; 
2. Any personal conversation of 
or between other department 
employees without the recorded 
employee’s knowledge.  3. Non-work 
related personal activity, especially 
in places where a reasonable 
expectation of privacy exists, such 
as locker rooms, dressing rooms, or 
restrooms; 4. Investigative briefings; 
5. Encounters with undercover 
officers or confidential informants; 
or 6. Departmental meetings, 
workgroups, in-service training, 
or assignments of an operational 
or administrative nature. Using 
BWC’s for training purposes is not a 
violation of this restriction.

"To the extent possible, prior to 
deactivating a BWC, the officer 
shall state the reason for doing so. 
Generally, once the BWC is activated, 
recording will continue until or un-
less the event has concluded. Below 
are examples of when an event shall 
be considered concluded: 
1. Victim and/or witness contact 
has concluded; 
2. All persons stopped have been 
released or left the scene or an 
arrestee has arrived at the district 
station for booking. If a transporting 
officer has a BWC, recording shall 
continue until the transporting 
officer arrives inside the station at 
the booking desk; 
3. The event is of a sensitive 
nature and the BWC officer has 
weighed the BWC Discretionary 
Recording Considerations specified 
in Section 2.4 and decided to 
deactivate the BWC; 
4. The incident has concluded prior 
to the arrival of the officer; 
5. The incident or event is of such 
duration that deactivating the BWC 
is necessary to conserve available 
recording time; or 
6. The officer is ordered to turn the 
camera off by a supervisor."

BWC officers shall inform civilians 
that they are being recorded. BWC 
officers shall notify civilians with 
language such as “Ma’am/Sir, I am 
advising you that our interaction is 
being recorded by my Body Worn 
Camera.” BWC officers shall not 
record civilians surreptitiously.

"BWC officers may review their own 
BWC recording as it relates to: 
1. Their involvement in an incident 
for the purposes of completing an 
investigation and preparing official 
reports. To help ensure accuracy and 
consistency, officers are encouraged 
to review the BWC recording prior to 
preparing reports; 
2. Providing testimony in court to 
refresh recollection. Officers will 
ensure that the prosecuting attorney 
is aware the BWC recording was 
reviewed; and 
3. Providing a statement pursuant to 
an internal investigation, including 
officer involved shooting investiga-
tions and other critical incidents as 
outlined in Sec. 4.2. below."

Following an officer involved 
shooting, or other use of deadly 
force, involved officers, including 
supervisors, shall not view the BWC 
recording on any device or computer 
prior to the Firearm Discharge 
Investigation Team (“FDIT”) viewing 
the footage and uploading it into 
the system, except if exigent cir-
cumstances exist, such as an officer 
being injured, in order to obtain 
identifying suspect information or 
other pertinent information from 
the BWC recordings. BWC officers 
involved in an officer involved 
shooting and BWC officers who 
witness an officer involved shooting 
or other use of deadly force shall 
be allowed to view their own BWC 
recording prior to a walkthrough 
and/or statement.

Access BWC recordings during the 
course of duties in accordance 
with the Internal Access/
Review section of this policy.                                                       
Any officer can forward a 
recommendation to the Bureau 
of Professional Development 
to use a BWC recording for 
training purposes.

Any supervisor within the recording 
officer’s chain of command, and 
any Bureau Chief, may review the 
footage. If a supervisor outside of 
the chain of command requests to 
see footage, it shall only be allowed 
with the permission of the recording 
officer’s commanding officer.

Audit and Review shall conduct 
periodic checks to ensure BWC’s are 
being used appropriately.

During the pilot program, no 
recording or footage shall be 
deleted. Footage recorded during 
the pilot program will be retained 
for no longer than one year after the 
pilot program concludes; however, 
footage recorded during the pilot 
program that relates to any criminal 
or civil proceeding, any criminal 
or administrative investigation, or 
any use of force will be retained 
during the pendency of any relevant 
proceeding, investigation, or statute 
of limitations period. The retention 
period for footage recorded 
pursuant to the pilot program may 
be superseded by any future BWC 
policy implemented.

"a Use of Force incident, when the 
BWC had not been activated; or 
11. Any other civilian contact or 
official duty circumstance that the 
officer reasonably believes should 
be recorded in order to enhance 
policing transparency, increase 
public trust and police-commu-
nity relations, or preserve factual 
representations of officer-civilian 
interactions, provided that recording 
is consistent with Sections 2.3, 
2.4, 2.5, 2.6, 2.7, 7.1 and 7.2 
of this policy."

San Francisco, CA

1-Jun-16 "All on-scene members equipped 
with a BWC shall activate their BWC 
equipment to record in the following 
circumstances: 
1. Detentions and arrests 
2. Consensual encounters where 
the member suspects that the 
citizen may have knowledge of 
criminal activity as a suspect, 
witness, or victim,  
3. 5150 evaluations 
4. Traffic and pedestrian stops 
5. Vehicle pursuits 
6. Foot pursuits 
7. Uses of force 
8. When serving a search or 
arrest warrant 
9. Conducting any of the following 
searches on one's person and/
or property: 
a. Incident to an arrest 
b. Cursory 
c. Probable cause 
d. Probation/parole 
e. Consent Ii Vehicles 
10. Transportation of arrestees 
and detainees 
11. During any citizen encounter 
that becomes hostile 
12. In any situation when the 
recording would be valuable for 
evidentiary purposes 
13. Only in situations that serve a 
law enforcement purpose 
 
"

"Members are not required to 
activate or deactivate a BWC upon 
the request of a citizen. In addition, 
members are not required to play 
back BWC recordings to allow 
members of the public to review the 
video footage. 
"

"D. Prohibited Recordings. 
Members shall not activate the BWC 
when encountering: 
1. Sexual assault and child abuse 
victims during a preliminary 
investigation 
2. Situations that could compromise 
the identity of confidential 
informants and undercover 
operatives 
3. Strip searches 
However, a member may 
record in these circumstances if the 
member can articulate an exigent 
circumstance that required deviation 
from the normal rule in these 
situations.               Members shall 
not activate the BWC in a manner 
that is specifically prohibited by 
DGO 2.01, General Rules of Conduct, 
Rule 56— Surreptitious Recordings 
- and DUO 8.10, Guidelines for 
First Amendment Activities.                                                         
In cases when a member deactivates 
a BWC, the member shall document 
the reason(s) for deactivation 
as outlined in Section III, G, 
Documentation."

"Once the BWC has been activated, 
members shall continue using the 
BWC until their involvement in the 
event has concluded to ensure the 
integrity of the recording, unless 
the contact moves into an area 
restricted by this policy. Members 
shall deactivate the BWC in the 
following circumstances: 
1. When discussing sensitive tactical 
or law enforcement information 
away from the citizen 
2. After receiving an order from a 
higher ranking member 
3. When recording at a 
hospital would compromise patient 
confidentiality 
4. When gathering information from 
witnesses or community members, 
and the officer has a reasonable 
and articulable concern that a 
BWC would inhibit information 
gathering efforts"

When feasible, members should 
inform individuals that they are 
being recorded.

"A member may review a BWC 
recording on his/her assigned device 
or on an authorized computer 
for any legitimate investigatory 
purpose, including but not limited 
to, preparing an incident report, 
preparing statements, conducting 
a follow-up investigation, or 
providing testimony. 
 
"

"Following any (1) officer-involved 
shooting; (2) in-custody death; or 
(3) criminal matter, any subject 
officer shall be required to provide 
an initial statement before he 
or she reviews any audio or 
video recording. 
The initial statement by the subject 
officer shall briefly summarize the 
actions that the officer was engaged 
in, the actions that required the use 
of force, and the officer's response. 
The statement shall be distinct from 
the ""public safety statement After 
providing an initial statement, the 
subject shall have an opportunity 
to review any audio or video 
recordings depicting the incident 
with his or her representative or 
attorney prior to being subject to 
an interview."

Members reviewing recordings 
should remain focused on the 
incident captured in the BWC and 
should review only those recordings 
relevant to the investigative scope

Department supervisors may access 
BWC footage for purposes consistent 
with the policy. Supervisors may not 
review an officer's BWC footage to 
search for violations of Department 
policy without cause.

Program Administrator.  Conducting 
periodic and random audits of BWC 
recordings for members' compliance 
with the policy.

"Consistent with state law, the 
Department shall retain all BWC 
recordings for a minimum of sixty 
(60) days, after which recordings 
may be erased, destroyed or 
recycled.  Notwithstanding any 
other provision of this policy, the 
Department shall retain BWC 
recordings for a minimum of 
two (2) years if: 
a. The recording is of an incident 
involving a member's use of force or 
officer-involved shooting; or 
b. The recording is of an incident that 
leads to the detention or arrest of 
an individual; or 
c. The recording is relevant to a 
formal or informal complaint against 
a member or the Department.                    
Notwithstanding any other 
provision of this policy, a BWC 
recording may be saved for a longer 
or indefinite period of time as 
part of a specific case if deemed 
relevant to a criminal, civil or 
administrative matter."

Newport, OR

18-Mar-15 "It is the policy of the Newport 
Police Department that officers 
shall activate the BWC when such 
use is appropriate to the proper 
performance of his or her official 
duties, where the recordings are 
consistent with this policy and law.  
(a) All field contact involving actual 
or potential criminal conduct within 
video or audio range: 
1.Traffic stops (to include, but 
not limited to, traffic violations, 
stranded motorist assistance 
and all crime interdiction stops.  
2.Priority responses  3.Vehicle 
pursuits.  4.Suspicious vehicles.  
5.Arrests 6.Vehicle searches.  
7.Physical or verbal confrontations 
or Force Response.  8.Pedestrian 
checks or Field interviews.  9.DWI/
DUI investigations including field 
sobriety tests 10.Consensual 
encounters.  11.Crimes in progress 
12.Respondse to an in-progress call.                              
(b) Any call for service involving 
a crime where the recorder may 
aid in the apprehension and/ or 
prosecution of a suspect:  1.Domestic 
violence calls 
2.Disturbance of peace calls  
3.Offenses involving violence or 
weapons (c) Any other contact that 
becomes adversarial after the initial 
contact, in a situation that would 
not otherwise require recording.  (d) 
Any other circumstances where the 
officer believes that a recording of an 
incident would be appropriate. 
"

"Officers should remain sensitive to 
the dignity of all individuals being 
recorded, and exercise 
sound discretion to respect 
privacy by discontinuing recording 
whenever it reasonably appears 
to the Officer that such privacy 
may outweigh any legitimate 
law enforcement interest in 
recording.  Requests by members 
of the public to stop recording 
should be considered using the 
same criterion. Recording should 
resume when privacy is no longer at 
issue, unless the circumstances no 
longer fit the criteria for recording.                                                                           
RESTRICTIONS ON USING THE BWC 
BWCs shall be used only in conjunc-
tion with official law enforcement 
duties. The BWC shall not 
generally be used to record: 
(a) Communications with 
other police personnel without the 
permission of the Chief of Police or 
his/her designee; 
(b) Encounters with undercover offi-
cers or confidential informants; 
(c) When on break or otherwise 
engaged in personal activities; or 
(d) In any location where individuals 
have a reasonable expectation of 
privacy, such as a 
restroom or locker room."

"CESSATION OF RECORDING 
Once activated, the ewe should 
remain on until the Officer's direct 
participation in the incident 
has concluded, or the situation no 
longer fits the criteria for activation. 
For purposes ofthis section, 
conclusion of an incident has 
occurred when all arrests have been 
made, arrestees have been 
transported, and all witnesses and 
victims have been interviewed. 
Recording may cease if an 
officer is simply waiting for a tow 
truck or a family member to arrive, 
or in other similar situations."

"Officers shall notify all parties to 
the conversation that a recording is 
being made unless, pursuant to a 
court order or the limited exceptions 
in ORS 165.540 subsections (2) 
through (7), and ORS 
133.726 (prostitution offenses, 
felonies when exigency makes 
obtaining a warrant unreasoned, 
certain felony drug offenses, 
felonies that endangers human life 
(ORS 165.540))"

"(a) When preparing reports 
or statements 
"

If an officer is suspected of wrongdo-
ing or involved in an officer-involved 
shooting or other serious Force 
Response, the Department 
reserves the right to limit or 
restrict Department members from 
reviewing the video file.

"(b) By a supervisor investigating a 
specific act of conduct 
"

© By a supervisor to assess 
performance

At reasonable intervals, supervisors 
will randomly review BWC 
recordings to ensure the equipment 
is operating properly, and that 
officers are using the devices 
appropriately and in accordance 
with policy, and to identify any 
areas in which additional training or 
guidance is required.

BWV will be issued to all sworn 
uniformed personnel and animal 
welfare officers who are assigned 
to patrol operations. Any other 
personnel not normally assigned to 
the patrol division may be issued 
BWV by the Chief of Police or his/
her designee.  Any person not 
issued a BWV and is assigned to 
work a sworn uniform assignment, 
will check with the on-duty watch 
commander for availability of a BWV.

Any time an Officer records any 
portion of a contact the officer 
reasonably believes constitutes evi-
dence in a criminal case, the officer 
shall record the related case number, 
transfer the file in accordance with 
current procedure for storing digital 
files, and document the existence 
of the recording in the related case 
report. Transfers should occur at 
the end of the member's shift, or 
any time the storage capacity is 
nearing its limit.

Eugene, OR

19-Jan-18 "Officers must use the BWV system 
to record any of the following for its 
entire duration: 
a. Situations which officers have 
reasonable suspicion or probable 
cause that a person they are about 
to contact has committed or is about 
to commit a crime/violation. The 
camera must remain on until the 
contact has concluded. 
b. Stops for violations of the 
Oregon Vehicle Code (defined by 
ORS 810.410) whether it is for a 
vehicle (defined by ORS 801.590) 
or pedestrian. 
c. Investigative encounters with 
suspects, victims, witnesses, or 
complainants. 
d. Consensual encounters where an 
officer reasonably knows he or she 
will attempt to develop a reasonable 
suspicion of criminal activity about 
the subject encountered. 
e. Situations when a person is in 
custody and is either being detained 
or transported in the patrol vehicle. 
This includes detentions in handcuffs 
while investigating whether or not a 
crime(s) have occurred. 
f. Any contact you are directed to 
record by a sworn supervisor."

"If the incident meets the 
requirements for utilization listed 
in §1203.7, a recording should 
be maintained; a recording will 
not be terminated simply at 
the demand of a community 
member.                 Protecting the 
privacy of an undercover officer or a 
confidential informant, articulable 
officer safety concerns or exigency 
to act before a recording can be 
made are approved exceptions 
to not make or stop a recording.                                                           
Additional Recording 
You may, at your discretion, 
also record: 
a. Other official law enforcement 
contacts (e.g., non-enforcement-re-
lated street encounters). 
b. Transport of a person not 
in custody. 
c. Stranded motorist assists. 
d. Any other duty-related activity, 
situation, or event which you 
believe, based on your experience 
and training, should be audibly and 
visually recorded 
e. Officers are strongly encouraged 
to record any encounter that does 
not meet the criteria of 1203.7.1(a) 
thru 1203.7.1(f), but where a 
person encountered directly alleges 
the contact, failure to provide 
police service, or investigation into 
that person is based upon bias 
by the officer."

"Termination of Recording 
Make every reasonable effort to use 
the BWV system to capture events 
accurately and thoroughly, and 
always begin the recording as soon 
as practicable. 
Once recording is initiated, do not 
terminate the video and audio re-
cording until the event is complete, 
except for the circumstances listed 
in this policy. For purposes of this 
policy, an incident is considered 
complete when a reasonable person 
would consider the incident to have 
reached a logical ending, up to and 
including the transfer of a prisoner 
into the custody of another agency. 
For example, the point at which a jail 
deputy takes custody of the prisoner. 
Officers may terminate the recording 
before the incident is complete only:      
a. In an extended situation if you 
reasonably believe there is no value 
in collecting further data (e.g., traffic 
control at an accident scene). 
b. To protect the anonymity of a 
confidential informant, undercover 
officers, or other confidential 
information sources. 
c. Under circumstances where 
technical difficulties render the 
system inoperable; or 
d. When authorized by a 
supervisor."

"Sensitive Interviews/Investigations 
The video camera lens of the body 
worn system may be covered 
upon the request of a victim or 
witness if the video portion of the 
recording interferes with the ability 
to complete the investigation. The 
system should remain active in 
order to record audio. Examples of 
this may include a sex crime victim 
at the hospital, or a burglary victim 
in their home."

Pursuant to ORS 165.540(1)(c), of-
ficers are required to provide notice 
the recording of voices and visual 
images are being made as soon as 
practicable; record this advice when 
possible.  The only exception is when 
the recording is at a public meeting 
or rally, provided that the recording 
device is unconcealed.

"Officers should review 
recordings of enforcement 
contacts when that review will 
help you prepare a written report.                                                                         
Prior to testifying in a court case 
where recorded data will be offered 
as evidence, you are encouraged to 
review the recording to ensure that 
it represents a true and accurate 
depiction of the incident (or portion 
thereof) which was recorded. 
"

An employee who is to be 
interviewed by a supervisor or 
investigator about an incident which 
has been recorded by BWV will be 
afforded the opportunity to review 
applicable video files prior to being 
interviewed.

If recorded data is to be used for 
training purposes beyond a review 
by the involved employee(s), the 
person intending to use the data will 
ensure that any involved employee 
is notified of the intent to use the 
data for that purpose, and given the 
opportunity to raise an objection to 
such use. If an objection is raised by 
an involved employee, the ultimate 
decision as to whether or not to 
use the involved data will rest with 
the Chief of Police or designee. For 
purposes of this policy, “involved 
employee” means an employee 
who is individually identifiable.                                                                       
Investigations supervisors may 
review audio or video recordings 
relevant to an investigation 
being conducted. An investigations 
supervisor may also authorize 
a detective to review audio and 
video relevant to that detective’s 
investigation.

"If an incident discovered during 
video review is to be used as 
part of a formal evaluation of 
the employee, the video should 
be retained until the evaluation 
period is complete and used as 
part of the evaluation process. 
"

"Mute Function 
The mute function may only be 
utilized to mute conversations 
between law enforcement personnel 
when such discussions involve 
strategy, tactics, or coaching/
counselling. Video recording should 
not be terminated. Turn the audio 
recording function back on as soon 
as practicable. Any time the mute 
function is utilized, officers are 
required to verbalize the purpose 
for the mute prior to activating 
the mute."

BWV will be issued to all sworn 
uniformed personnel and animal 
welfare officers who are assigned 
to patrol operations. Any other 
personnel not normally assigned to 
the patrol division may be issued 
BWV by the Chief of Police or his/
her designee.  Any person not 
issued a BWV and is assigned to 
work a sworn uniform assignment, 
will check with the on-duty watch 
commander for availability of a BW
V.                                                                A 
pool of BWV systems will be 
available for non-uniformed 
personnel to use at their 
discretion. The use of BWV should 
be considered for incidents such as 
off-site search warrant service and 
investigative interviews.

"Recorded data will be maintained 
for at least the minimum length of 
time required by OAR 166-200-0100, 
and we will normally retain data for 
190 days. Data from certain types 
of incidents will be retained for a 
longer period of time when needed.                                   
Description and Number of 
Days Retained 
Uncategorized Until Man-
ually Deleted 
PC Arrest 1465 
CLC 1465 
Traffic Collision 190 
DUII 1465 
No Evidentiary Value 190 
Homicide / Felony Sex Crimes Until 
Manually Deleted 
OIS or Sensistive IA, ETC – Command 
View Only Until Manually Deleted 
Pending Review Until Man-
ually Deleted 
Investigation N/E 366 
Bicycle Stop N/E 190 
Person Stop N/E 190 
Traffic Stop N/E 190 
UTC 366 
Warrant Arrest 251"

Portland State 
University OR

30-Jun-16 "Both the video and audio recording 
functions of the body camera shall 
be activated whenever 
a law enforcement officer is 
responding to a call for service or at 
the initiation of any other law 
enforcement or investigative en-
counter between a law enforcement 
officer and a member of the 
public, as well as beginning when-
ever the officer develops reasonable 
suspicion or probable cause 
to believe that a crime or violation 
has occurred, is occurring, or will 
occur and the officer begins to 
make contact with the 
person suspected of committing the 
offense, except that when an im-
mediate threat to the officer’s life or 
safety makes activating the camera 
impossible or dangerous, the 
officer shall activate the camera at 
the first reasonable opportunity to 
do so. The body camera 
shall not be deactivated until the 
encounter has fully concluded and 
the law enforcement officer 
leaves the scene and the termination 
of the officer's participation in 
the contact."

"Body cameras shall not be used 
surreptitiously.  Body cameras shall 
not be used to gather intelligence 
information based on First Amend-
ment protected speech, associations, 
or religion, or to record activity that 
is unrelated to a response toa call 
for service or a law enforcement or 
investigative encounter between 
a law enforcement officer and 
a member of the public.  Law 
enforcement officers shall not 
activate a body camera while on the 
grounds of any public, 
private or parochial elementary 
or secondary school,except when 
responding to an imminent 
threat to life or health.  The use 
of facial recognition or other 
biometric matching technology to 
analyze recordings 
obtained through the use of the 
camera is prohibited."

"Prior to entering a private residence 
without a warrant or in non-exigent 
circumstances,a law 
enforcement officer shall ask the 
occupant if the occupantwants the 
officer to discontinue use of 
the officer’s body camera. If the 
occupant responds affirmatively,the 
law enforcement officer shall 
immediately discontinue use of the 
body camera"

"When interacting with an apparent 
crime victim,a law enforcement 
officer shall, as soon as 
practicable,ask the apparent crime 
victim,if the apparent crime victim 
wants the officer to 
discontinue use of the officer’s body 
camera. If the apparent crime victim 
responds affirmatively, 
the law enforcement officer shall 
immediately discontinue use of the 
body camera; and when 
interacting with a person seeking to 
anonymously report a crime or assist 
in an ongoing law 
enforcement investigation,a law 
enforcement officer shall, as soon as 
practicable,ask the person 
seeking to remain anonymous, 
if the person seeking to remain 
anonymous wants the officer to 
discontinue use of the officer’s body 
camera. If the person seeking to 
remain anonymous responds 
affirmatively, the law enforcement 
officer shall immediately discontinue 
use of the body camera. 
All law enforcement offers to dis-
continue the use of a body camera 
made, and the responses 
thereto, shall be recorded by the 
body camera prior to discontinuing 
use of the body camera."

"A law enforcement officer who is 
wearing a body camera shall notify 
the subject(s) of the 
recording that they are being 
recorded by a body camera at the 
beginning of the interaction 
that the conversation is being 
obtained and the annoncement can 
be accomplished without 
causing jeopardy to the officer 
or any other person and without 
reasonably impairing a criminal 
investigation."

"Body cameras shall not be used 
to gather intelligence information 
based on First Amendment 
protected speech, associations, or 
religion, or to record activity that is 
unrelated to a response 
toa call for service or a law enforce-
ment or investigative encounter 
between a law enforcement officer 
and a member of the public."

"Body camera video footage shall 
be retained by the law enforcement 
agency that employs the 
officer whose camera captured the 
footage, or an authorized agent 
thereof,for at least 180 days 
the date it was recorded,after 
which time such footage shall 
be permanently deleted.                                                             
Video footage shall be automatically 
retained for 30 months if the video 
footage captures images 
involving:  Any use of force,  
Events leading up to and including 
an arrest or, An encounter about 
which a complaint has been 
registered by a subject of the 
video footage. 
Body camera video footage shall 
also be retained for 30 months if a 
longer retention period is voluntarily 
requested by:  The law enforcement 
officer whose body camera recorded 
the video footage, if that officer 
reasonably asserts the video footage 
has evidentiary or exculpatory 
value related to a normal course of 
a courts business for a recording 
related to a court proceeding."

Oregon State 
Police

1-May-15 Body-worn MRE shall automatically 
activate in conjunction with the 
in-car MRE or be manually activated 
if utilized away from the in-car 
triggers or the in-car triggers fail to 
activate the system. Body-worn MRE 
utilized by officers in Department 
vehicles lacking in-car triggers 
shall require manual activation.  
Body-worn MRE shall be activated 
as soon as reasonable suspicion or 
probable cause is developed and 
the officer begins to make contact 
with the suspect/violator. Recording 
shall continue until the enforcement 
contact is terminated.

"Exceptions to the continuous 
recording requirements include 
deactivation of the MRE during 
events such as: 
a) Deactivation of the audio only 
when conversing with a lead worker, 
supervisor, or other law enforcement 
officer and not engaged with 
the suspect. 
b) During non-enforcement 
activities such as protecting/
investigating crash scenes, directing 
traffic, conducting truck inspections, 
or prolonged motorist assists. 
c) To maintain the anonymity of an 
informant, undercover officer, or 
other confidential information. 
d) SWAT OPERATIONS - Conversing 
with a lead worker or supervisor or 
other officer regarding tactics, plans, 
or trade secrets. 
e) SWAT OPERATIONS – Due to the 
nature of SWAT operations and the 
limited battery life of body-worn 
MRE, SWAT supervisors may 
approve deactivation or delayed 
activation of body-worn MRE 
in order to maximize the video 
capture and battery life of the unit.                                                        
f ) Officers shall document in their 
notebook or MDT note screen 
the reason(s) anytime the MRE is 
deactivated by the member during 
the course of a recorded contact/
event or otherwise does not capture 
audio/video due to malfunction or 
other factor(s)."

"At the beginning of the 
enforcement contact, officers shall 
announce to those contacted that 
MRE is in use by advising words to 
the effect that their conversation 
is being audio and video recorded. 
Notification is not required if: 
a) The nature of the contact does not 
afford the officer the opportunity 
to announce. 
b) Announcement cannot be made 
without causing jeopardy to the 
officer or any other person or 
without unreasonably impairing a 
criminal investigation. 
c) SWAT tactical operations involving 
dynamic entry, suspect commands, 
surveillance or covert assignments 
and/or any other occasions 
determined to be appropriate by 
the team commander in mission 
briefings.                                    d) 
Officers shall document within their 
notebook or MDT note screen the 
reason(s) the announcement was 
not possible."

"Except as outlined in subsections 
(i) and (ii) below, officers may 
review their MRE 
audio/video as part of their 
report writing duties for a specific 
incident where the 
MRE was utilized."

"i. Criminal Investigations - Review 
of MRE audio/video by involved 
officers (including witness officers) 
of a critical incident including, but 
not limited to, an officer involved 
shooting, in custody death, or 
significant use of force will be 
allowed, with exception outlined 
below, prior to giving a voluntary 
statement or participating in a 
voluntary criminal interview about 
the incident. Officers shall have the 
choice of not reviewing MRE audio/
video prior to participating 
in an interview or giving a narrative 
statement about the incident. 
Exception: The Department 
recognizes the District Attorney’s 
Office shall have the option of not 
allowing the officer(s) to review 
MRE audio/video prior to giving a 
voluntary statement or participating 
in a voluntary criminal 
interview. 
ii. Administrative Reviews (e.g. 
Personnel Investigations and Use of 
Force Reviews) – officers involved in 
an incident requiring administrative 
review shall be allowed to view any 
applicable MRE audio/video prior to 
being required to provide a written 
or oral statement."

"Lead workers or supervisors may 
review MRE recordings under 
the following 
circumstances: 
i. Incidents involving use of force 
and/or pursuits. 
ii. Conducting a review of a 
specific call for service where a 
complaint has 
been received.                                                                      
iii. In response to an allegation of 
a policy/rule violation; review for 
like or similar conduct associated 
with the policy/rule violation is 
also permissible. 
iv. As part of a performance 
improvement plan. 
v. To ensure compliance with the 
legal requirements surrounding 
the use of MRE. 
vi. To ensure reporting accuracy 
when an MRE recording is part of a 
submitted report. 
vii. To identify videos to 
recommend for training purposes.                                                                                  
d) Lead workers or supervisors that 
discover agency policy violations 
during reviews allowed under 
this policy shall be handled in 
consultation with the Office of 
Professional Standards."

"Lead workers or supervisors 
shall not review MRE recordings 
for the purpose of discovering 
Department policy violations, except 
as permitted 
within this policy."

"Officers participating in a SWAT 
operation shall activate their 
body-worn MRE while conducting 
the following, but not limited 
to, activities: 
a) Actively covering a target 
or person. 
b) Making an approach to a 
target or person. 
c) Clearing property, to include open 
spaces, buildings, outbuildings, 
or other objects needing to be 
manually cleared. 
d) The body-worn MRE shall record 
continuously during these activities, 
subject to the exceptions outlined in 
sub-section (8) below."

MRE recordings containing recorded 
segments of incidents involving 
use of force resulting in serious 
injury or death shall be retained at 
the station/worksite or, if utilized, 
within cloud storage for three (3) 
years. All other recordings shall be 
stored at the station/worksite or 
within cloud storage for a minimum 
of seven (7) months but not to 
exceed 12 months, unless they need 
to be held longer for adjudication. 
Certain incidents/cases may require 
permanent retention (i.e. criminal 
death investigations). The recorded 
medium used in these incidents/
cases shall be marked for permanent 
retention with proper notation made 
on medium and any accompanying 
report/form.

"1. The following outlines 
procedures for the handling 
of MRE after a critical incident 
including, but not limited to, an 
officer involved shooting, in custody 
death, or significant use of force:b) 
Body-worn MRE 
i. Lead workers or supervisors shall 
take possession of the involved 
officers’ body-worn MRE at the 
earliest and safe opportunity to do 
so. These units shall be turned over 
to the assigned lead detective at 
the earliest convenience. Review 
of captured body-worn MRE shall 
follow the criminal and adminis-
trative review processes outlined in 
Section IV(A)(1)(e)."

Hillsboro OR

1-Nov-17 "1. Activation:  This policy is not 
intended to describe every possible 
situation in which the body-worn 
camera should be used, although 
there are many situations where its 
use is appropriate. Unless there are 
exigent circumstances or concerns 
for the safety of the member or any 
other person, body-worn cameras 
shall be activated whenever the 
officer has or develops reasonable 
suspicion or probable cause that an 
offense has been or will be commit-
ted by a person in contact with the 
member (ORS 133.741). 
The BWC shall be activated in any of 
the following situations: 
(a) All enforcement and investigative 
contacts including stops and field 
interview (FI) situations;   (b) Traffic 
stops including, but not limited to, 
traffic violations, stranded motorist 
assistance and all crime interdiction 
stops; (c) Self-initiated activity that 
may be investigatory or enforce-
ment in nature; 
(d) If it is safe to do so, any other 
contact that becomes adversarial 
after the initial contact in a situation 
that would not otherwise require 
recording; 
(e) When a person is in custody 
or being detained. (This includes 
detentions in handcuffs while 
investigating whether or not a 
crime(s) have occurred). 
 
  
"

"Body-worn cameras will not be 
intentionally used in the following 
circumstances: 
(a) In any location where individuals 
have a reasonable expectation 
of privacy, such as a restroom, 
fitness or locker room, or designed 
break room. 
(b) When an officer would be 
recording a patient during a medical, 
health care provider or psychological 
evaluation by a clinician or similar 
health care professional, or during 
treatment. When recording in 
hospitals or other health care 
facilities, officers shall be careful to 
avoid recording persons other than 
the suspect or witnesses that are 
deemed relevant to the matter being 
investigated by the officer. 
(c) Communications made in 
a psychiatric facility, unless 
responding to a call involving a 
suspect who is thought to be present 
in the facility. 
(d) Encounters with undercover offi-
cers or confidential informants. 
(e) When an officer is engaged in 
conversations with individuals with 
whom the officer is in a privileged 
relationship (e.g., spouse, legal 
counsel, police peer counselor). 
"

"Recording Deactivation: 
Once activated, the BWC should 
remain on continuously until 
the member reasonably believes 
that his/her direct participation 
in the incident is complete or 
the situation no longer fits the 
criteria for activation. Recording 
may be stopped during significant 
periods of inactivity such as report 
writing or other breaks from direct 
participation in the incident. 
Explosive Device 
Many portable recorders, including 
body-worn cameras and audio/video 
transmitters, emit radio waves that 
could trigger an explosive device. 
Therefore, these devices should 
not be used where the member 
is aware that an explosive device 
may be present. 
"

"Privacy Considerations: 
Members should remain sensitive 
to the dignity of all individuals 
being recorded and exercise sound 
discretion to respect privacy by 
discontinuing recording whenever it 
reasonably appears to the member 
that such privacy may outweigh any 
legitimate law enforcement interest 
in recording. 
Examples and sensitive situations 
include, but are not limited to: 
(a) A witness or victim who wishes 
to remain anonymous or refuses to 
provide a statement if recorded and 
the encounter is non-confrontational 
(b) Recordings that would jeopardize 
safety planning for victims 
(c) Recordings that would disclose 
private security measures of 
residences or businesses 
(d) Recordings that would interfere 
with the ability to conduct an 
investigation due to sensitive 
circumstances (e.g., nudity, a victim 
of rape, child sex abuse, presence 
of child pornography, incest, or 
other form of sexual assault)                                          
Requests by members of the 
public to stop recording should be 
considered using this same criterion. 
Recording should resume when 
privacy is no longer at issue unless 
the circumstances no longer fit the 
criteria for recording.  
"

"Notification of Recording: 
At no time is a member expected 
to jeopardize his/her safety in 
order to activate a body-worn 
camera. However, members shall 
announce at the beginning of an 
interaction (or as soon as practical) 
that the conversation is being 
recorded. The notification should 
be included in the recording when 
possible. Exceptions can be made 
in accordance with ORS 165.540 
subsections (2) through (7) and 
ORS 133.726 (prostitution offenses, 
felonies when exigency makes 
obtaining a warrant unreasonable, 
certain felony drug offenses, felonies 
that endangers human life) (ORS 
165.540). Exceptions may also 
apply to situations such as a public 
meeting or rally. 
"

Generally however, when preparing 
written reports, members shall have 
the option to review their recordings 
as a resource prior to preparing 
reports, preparing to make or give a 
statement about their BWC recorded 
activities and/or testifying in any 
forum (see the Officer-Involved 
Shootings and Deaths Policy for 
guidance in those cases).  Members 
should not use the fact that a 
recording was made as a reason to 
write a less detailed report.

"After a critical incident, when safe 
and practical to do so, a supervisor 
shall retrieve the BWC from involved 
and witness members at the scene. 
The supervisor will be responsible 
for assuring the DM is uploaded. 
Following an officer-involved shoot-
ing, use of deadly force or other 
critical incident, BWC files may only 
be viewed prior to being uploaded 
when exigent circumstances exist, 
such as an officer being injured 
and in order to obtain identifying 
suspect information or other 
pertinent information from the BWC 
files. Records may only be viewed 
by those personnel authorized in 
order to assist in an investigation or 
as authorized by the Chief of Police 
or authorized designee. Viewing 
will occur in a secure and private 
location as determined by the Chief 
of Police or authorized designee.                                         
5. Critical Incidents Involving Use of 
Deadly Force: 
If the member is giving a statement 
about the use of force or if the 
officer is the subject of a disciplinary 
investigation, the officer shall 
have the option and reasonable 
opportunity (generally no less than 
48 hours) to view only their video 
recording in the presence of the 
officer’s legal representative before 
giving a statement. Records may 
only be viewed by those personnel 
authorized in order to assist in an 
investigation or "

Supervisors are authorized to 
review relevant recordings any 
time they are investigating alleged 
misconduct, for training purposes, 
related to reports of meritorious 
conduct or whenever such 
recordings would assist them in 
reviewing the member’s performa
nce.                                                     Re-
view of BWC content resulting 
in the inadvertent discovery of 
policy or misconduct allegation 
shall result in a supervisor notifying 
the member of a secondary review 
through the administrative review 
or internal affairs process.  Audio 
and video recordings from body 
worn cameras may be viewed by 
an involved employee and/or their 
legal representation during their 
representation of an employee as 
approved by the Chief of Police or 
authorized designee.

All recordings shall be retained for 
a period in accordance with state 
record retention laws and consistent 
with the requirements of the City’s 
records retention schedule but 
in no event for a period less than 
180 days. Recordings made from 
body-worn video cameras no longer 
needed for a court proceeding, not 
subject to evidence or public record 
retention, or an ongoing criminal 
investigation shall not be retained 
for more than 30 months (ORS 
133.741). Members shall not retain 
personal copies of recordings. 

"BWC’s should also be activated in 
the following situations: 
(a) Transport of a person 
not in custody; 
(b) Anytime a member believes it 
would be appropriate or valuable to 
record an incident."

"as authorized by the Chief of Police 
or authorized designee. Viewing 
will occur in a secure and private 
location as determined by the Chief 
of Police or authorized designee.                                         
6. Use of Force 
If the member is giving a 
statement about the use of force 
or if the member is the subject of 
a disciplinary investigation, the 
member shall: 
(a) Have the option of reviewing the 
member’s recording in the presence 
of the officers legal counsel or labor 
representative; 
(b) Have the right to review 
recordings from other Hillsboro BWC 
files capturing the member’s image 
or voice during the underlying 
incident and/or events that are 
subject of the investigation. 
 
"

"BWC files may also be requested 
or viewed: 
 
(a) By any member of the 
Department who is participating 
in an official investigation, 
such as a personnel complaint, 
administrative investigation or 
criminal investigation as approved 
by the Chief of Police or the 
authorized designee; 
(b) Pursuant to lawful process or by 
court personnel who are otherwise 
authorized to review evidence in 
a related case; 
(c) By media personnel with 
permission of the Chief of Police or 
the authorized designee; 
(d) In compliance with a public 
records request, if permitted, and in 
accordance with the Hillsboro Police 
Policy and Oregon law. 
"

Washington 
County Sheriffs 
Office

28-Feb-18 "Deputies Will Activate Body-Worn 
Cameras to Record All Public 
Demand and Self-Initiated Calls 
for Service Involving Contact with 
Community Members. 
• Deputies may also record any 
other legitimate law enforcement 
contact where the deputy believes 
it would be appropriate or valuable 
to document an incident, taking 
into account reasonable privacy 
expectations.  
• At the beginning of any encounter, 
or as soon as reasonable or possible, 
deputies will verbally advise any 
person they are communicating with 
during a call that the conversation 
is being recorded.                           • 
Body-worn cameras will 
remain activated until the event is 
completed in order to ensure the 
integrity of the recording, unless the 
contact moves into an area restricted 
by this policy. 
"

"• In locations where individuals 
have a reasonable expectation of 
privacy, such as a hospital, locker 
room, or mental health facility.                                    
The BWC Shall Not be Used to 
Record Non-Work Related Activity in 
the Workplace.  
The BWC shall not be intentionally 
activated to record fellow employees 
during routine non‐enforcement 
related activities without their 
knowledge or during rest or break 
periods, or in locker rooms, dressing 
rooms, restrooms, or designated 
break areas unless an active 
investigation is underway 
"

"• In limited circumstances where 
the respect for an individual’s 
privacy or dignity outweighs the 
need to record an event (e.g., a 
victim traumatized following a 
violent assault). 
• When the deputy believes use of 
a BWC would impede or limit the 
cooperation of a victim or witness 
during an investigative contact, the 
BWC may be deactivated. 
• Upon encountering exigent 
situations requiring immediate 
action where it is either unsafe 
or impractical for a deputy to 
immediately activate a BWC, 
deputies shall activate the camera 
at the first available opportunity 
when the immediate threat has 
been addressed.  
• To protect the privacy or the safety 
of deputies or others (such as a 
confidential reliable informant or a 
crime victim).  
• In situations not involving a 
self-initiated or public demand 
call, deputies also have discretion 
on whether to activate a BWC 
during consensual contacts of a 
non-criminal nature. 
• At the request of a community 
member, the deputy has discretion 
to deactivate the camera if 
doing so does not compromise an 
investigation.  
 
"

• At the beginning of any encounter, 
or as soon as reasonable or possible, 
deputies will verbally advise any 
person they are communicating with 
during a call that the conversation is 
being recorded. 

"Deputies Shall Have Access to View 
Recordings From Their Own BWC 
for Any Law Enforcement Related 
Purpose, Including Training. 
Examples of legitimate law en-
forcement related purposes include 
reviewing recordings of calls for 
service, interviews, critical incidents, 
for training, or to review an incident 
associated with a complaint.   
"

"• A supervisor investigating 
a complaint may view BWC 
video footage to determine if a 
supervisory inquiry or internal 
affairs investigation is appropriate. 
If further investigation is required, 
the investigator will view BWC video 
footage with any involved staff.                                                                  
• For crash or property damage 
reviews, to enable an assigned 
investigator to view footage with 
involved deputies. 
• For critical incident reviews, to en-
able assigned investigators to view 
footage with involved deputies 
• For use of force reviews, to allow 
a trainer to view footage with 
involved deputies 
 
"

"The BWC Program Manager Shall 
Have Access to View Recordings for 
Quarterly Audit Purposes. 
The West Patrol Commander will 
appoint the BWC Program Manager, 
normally a lieutenant.  This position 
will conduct preplanned and fully 
documented quarterly audits to 
ensure staff compliance with 
policy and training.  The audits 
will focus on: 
 
• Number and percentage of 
deputies using BWC 
• Number of recordings captured 
• Number of recordings submitted 
as evidence or for risk manage-
ment purposes 
• Number of reports indicating BWC 
not used and the reasons - especially 
equipment failures 
• Statistics on public records requests 
for BWC recordings – frequency, 
reason, issues 
• Consistent and appropriate use 
of BWC (i.e. comparing camera 
activations to CAD calls) 
• Training needed on BWC operations 
(i.e. nighttime lighting, recording 
quality, audio volume and quality, 
camera placement, etc.) 
• Ensure only authorized staff are 
accessing data for legitimate and 
authorized purposes 
 
Each audit will be documented, 
including process, findings and 
recommendations, to improve the  
"

"The Sheriff’s Office Will Issue Body-
Worn Camera Equipment Primarily 
to Uniformed Deputies Who Have 
Received Initial Training on Proper 
Use and Maintenance. 
Only deputies who have completed 
mandatory initial training are 
authorized to be issued BWC.  They 
must familiarize themselves with 
the recording system and WCSO 
procedures prior to its use.  
"

"Per HB 2751, BWC data shall be 
maintained for a minimum of 
180 days and no longer than 30 
months if it is not evidence in a 
criminal investigation. This will be 
the responsibility of the System 
Administrator.                                   If 
the data is evidence in a 
criminal investigation, it must be 
maintained in the same manner 
as other criminal evidence. BWC 
data involving homicides shall 
be kept permanently. This will 
be the responsibility of WCSO 
evidence officers. 
 
Calls for service that are medical 
in nature or that involve a person 
suffering from a mental health crisis 
will be tagged as “confidential” and 
ineligible for release. However, a 
deputy or district attorney may be 
issued a copy of the recording for use 
in a court proceeding involving the 
individual or incident. 
"

• Deputies must document on the 
BWC recording, when possible, 
and in written reports, the date, 
time, and reason for any exception 
to recording

program, training, or individual use 
of the BWC system. Audits will be 
maintained by the accreditation 
team.  Audits are not intended to be 
punitive to any staff involved; how-
ever, clear violations of policy or law 
will be screened for investigation per 
policy 551, Receiving and Screening 
Personnel Complaints.

"BWC Recordings May be Exempt 
from Disclosure Under Oregon Public 
Records Law. 
Standard exemptions that may 
apply include those addressing per-
sonal privacy, criminal investigatory 
materials, etc. There are also rules 
for requests related to audio or video 
from a body-worn camera.  No BWC 
data may be provided pursuant to 
a public records request unless the 
facial features of all participants 
in the video have been digitally or 
otherwise obliterated to prevent 
facial recognition. 
 
See also ORS 192.501(3) on 
pending criminal investigations 
and 192.502(38) on domestic 
violence records. 
"


